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OFFICE OF THE PURCHASING AGENT 

2100 CLARENDON BOULEVARD, SUITE 500 
ARLINGTON, VIRGINIA 22201 

CONTRACT AWARD COVERPAGE 

TO:     CorVel Enterprise Com, Inc. 
            1920 Main Street, Ste 900 
            Irvine, California 92614                     

DATE ISSUED: July 27, 2023 

CONTRACT NO: 23-HRD-RFP-506
CONTRACT TITLE: Third-Party Claims Administrator for Liability 

(General and Auto, First-Party Property (Inclusive of 
Auto Physical), Workers’ Compensation Claims and 
Related Services  

THIS IS A NOTICE OF AWARD OF CONTRACT AND NOT AN ORDER.  NO WORK IS AUTHORIZED UNTIL THE VENDOR 
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ARLINGTON COUNTY, VIRGINIA 
OFFICE OF THE PURCHASING AGENT 

2100 CLARENDON BOULEVARD, SUITE 500 
ARLINGTON, VA 22201 

AGREEMENT NO. 23-HRD-RFP-506 

THIS AGREEMENT is made, on July 27, 2023, between CorVel Enterprise Comp, Inc., 1920 Main Street, 
Suite 900, Irvine, California 92614 (“Contractor”), a Delaware corporation authorized to do business in the 
Commonwealth of Virginia, and the County Board of Arlington County, Virginia (“County”). The County 
and the Contractor, for the consideration hereinafter specified, agree as follows: 

1. CONTRACT DOCUMENTS
The “Contract Documents” consist of:

This Agreement 
Exhibit A – Scope of Services  
Exhibit B – Contract Pricing  
Exhibit C – Contractor’s CareMC License Agreement with My Care App Acknowledgement Form 
Exhibit D – End User License Agreement 
Exhibit E – Claim Review Form 
Exhibit F – Business Associate Agreement  
Exhibit G – County Nondisclosure and Data Security Agreement (Contractor) 
Exhibit H – Contractor Performance Evaluation Form 
Arlington County Request for Proposal Number 23-HRD-RFP-506 is hereby incorporated by reference. 

Where the terms and provisions of this Agreement vary from the terms and provisions of the other 
Contract Documents, the terms and provisions of this Agreement will prevail over the other Contract 
Documents, and the remaining Contract Documents will be complementary to each other. If there are any 
conflicts, the most stringent terms or provisions will prevail. 

The Contract Documents set forth the entire agreement between the County and the Contractor. The 
County and the Contractor agree that no representative or agent of either party has made any 
representation or promise with respect to the parties’ agreement that is not contained in the Contract 
Documents. The Contract Documents may be referred to below as the “Contract” or the “Agreement”. 

2. SCOPE OF SERVICES
The Contractor agrees to perform the services described in the Contract Documents (the “Work"). As
detailed in the “Scope of Services” (Exhibit A), the primary purpose of the Work is to provide Third Party
Claims Administration and Related Third-Party Subrogation Case Management. It will be the Contractor's
responsibility, at its sole cost, to provide the specific services set forth in the Contract Documents and
sufficient services to fulfill the purposes of the Work. Nothing in the Contract Documents limits the
Contractor's responsibility to manage the details and execution of the Work.
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3. PROJECT OFFICER 
The performance of the Contractor is subject to the review and approval of the County Project Officer, 
who will be appointed by the Director of the Arlington County department or agency requesting the Work 
under this Contract.  
 
4. CONTRACT TERM 
The Work will commence on ______________ and must be completed no later than July 31, 2024 ("Initial 
Contract Term"), subject to any modifications provided in the Contract Documents. Upon satisfactory 
performance by the Contractor the County may, through issuance of a bilateral Notice of Renewal, 
authorize continuation of the Agreement under the same contract prices for not more than four (4) 
additional 12-month periods, from August 1, 2024 to July 31, 2028 (each a "Subsequent Contract Term").  
The Initial Contract Term and any Subsequent Contract Term(s) are together the “Contract Term”. 
 
5. CONTRACT AMOUNT 
The County will pay the Contractor in accordance with the terms of the Payment section below and of 
Exhibit B for the Contractor's completion of the Work as required by the Contract Documents. The 
Contractor will complete the Work for the total amount specified in this section (“Contract Amount”).  
 
The County will not compensate the Contractor for any goods or services beyond those included in Exhibit 
A unless those additional goods or services are covered by a fully executed amendment to this Contract. 
Additional services will be billed at the rates set forth in Exhibit B unless otherwise agreed by the parties 
in writing. 
 
6. CONTRACT PRICE ADJUSTMENTS 
The Contract Amount/unit price(s) will remain firm until _July 31, 2024 (“Price Adjustment Date”). To 
request a price adjustment, the Contractor or the County must submit a written request to the other party 
not less than 90 days before the Price Adjustment Date. Adjustments to the Contract Amount/unit price(s) 
will not exceed the percentage of change in the U.S. Department of Labor Consumer Price Index, All Items, 
Unadjusted, Urban Areas (“CPI-U”) for the 12 months of statistics available at the time of the Contract’s 
renewal. 

 
Any Contract Amount/unit price(s) that result from this provision will become effective the day after the 
Price Adjustment Date and will be binding for 12 months. The new Price Adjustment Date will be 12 
months after the price adjustment.  

 
If the Contractor and the County have not agreed on a requested adjustment by 30 days before the Price 
Adjustment Date, the County may not renew the Contract, whether or not the County has previously 
elected to renew the Contract’s term.  
 
7. PAYMENT 
The Contractor must submit invoices to the County’s Project Officer, who will either approve the invoice 
or require corrections. The County will pay the Contractor within forty-five (45) days after receipt of an 
invoice for completed work that is reasonable and allocable to the Contract and that has been performed 
to the satisfaction of the Project Officer. All payments will be made from the County to the Contractor via 
ACH. The number of the County Purchase Order pursuant to which services have been delivered or 
performed must appear on all invoices. 
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The Contractor also must submit to the County’s Project Officer its W-9 Form, which will include its Federal 
Employer Identification Number (“FEIN”) or Social Security Number (“SSN”), whichever is applicable, 
before the County can process payment to the Contractor under the Contract. 
 
8. REIMBURSABLE EXPENSES 
The County will not reimburse the Contractor for any expenses under this Contract. The amount in Exhibit 
B includes all costs and expenses of providing the services described in this Contract. 
 
9. REIMBURSABLE TRAVEL-RELATED EXPENSES 
The County will not reimburse the Contractor for travel-related expenses for employees located within 
the greater Baltimore-Washington Metropolitan Area, as defined by the United States Office of 
Management and Budget. For employees located outside this area, the County will reimburse for pre-
approved travel-related expenses, documented with receipts, as follows: 
 
Meals: The County will reimburse at the U.S. General Services Administration’s (“GSA”) per diem rates for 
the destination, current for the date of travel, with the first and last days of travel counted at 75% of the 
per diem rate. 
 
Lodging: The County will reimburse for actual lodging costs at a reasonably priced commercial facility in 
the immediate area of where the Work is performed, up to the GSA’s daily rates for the destination, 
current for the date of travel. Receipts for lodging must be itemized. Only room and tax charges will be 
reimbursed; no reimbursement will be made for additional expenses, including but not limited to, room 
service, laundry, telephone and in-room movies. If the Contractor or its employee shares a room with 
another person who is not connected with the performance of the Work, including a spouse, the County 
will reimburse for only the cost of a single room. 
 
The applicable GSA per diem rates can be obtained at http://www.gsa.gov/portal/content/104877. 
 
Transportation: 

General 
Reservations must be made in advance whenever possible to take advantage of all available discounts.  
 
Ground Transportation 
Use of public transportation is encouraged. The County will reimburse for the business use of personal 
or company vehicles, if allowed, at the GSA’s mileage rates current at the time of travel. The 
Contractor’s request for reimbursement may not include any personal use of the vehicle.  
 
The County may approve reimbursement for rental of vehicles or use of taxicabs if the Contractor can 
demonstrate that to be the most economical option. Any reimbursement will cover only those rental 
charges, insurance and/or fuel fees allocable to work on the Contract and will not cover the purchase 
of liability insurance and/or collision/comprehensive insurance if the Contractor’s or the employee’s 
existing insurance coverage provides such protection.  
 
Air Travel 
The County will reimburse for air travel at the lowest available fare, typically economy. Tickets must 
be purchased at least seven days in advance, unless otherwise approved by the County. 

   
Time limit: The County will not honor requests for travel reimbursement that are submitted more than 60 
days after completion of the travel. 
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Non-reimbursable Expenses: The County will never reimburse for the following expenses: 
 

1. Alcoholic beverages 
2. Personal phone calls 
3. Entertainment (e.g., pay TV, movies, night clubs, health clubs, theaters, bowling) 
4. Personal expenses (e.g., laundry, valet, haircuts) 
5. Personal travel insurance (e.g., life, medical, or property insurance) for airfare or rental cars 
6. Auto repairs, maintenance, and insurance costs for personal vehicles 

 
10. PAYMENT OF SUBCONTRACTORS  
The Contractor is obligated to take one of the two following actions within seven days after receipt of 
payment by the County for work performed by any subcontractor under this Contract:  
 

a. Pay the subcontractor for the proportionate share of the total payment received from the 
County attributable to the work performed by the subcontractor under this Contract; or 

 

b. Notify the County and the subcontractor, in writing, of the Contractor's intention to withhold 

all or a part of the subcontractor's payment, with the reason for nonpayment. 
 

The Contractor is obligated to pay interest to the subcontractor on all amounts owed by the Contractor 
to the subcontractor that remain unpaid after seven days following receipt by the Contractor of payment 
from the County for work performed by the subcontractor under this Contract, except for amounts 
withheld as allowed in subsection b., above. Unless otherwise provided under the terms of this Contract, 
interest will accrue at the rate of 1% per month. 
 
The Contractor must include in each of its subcontracts, if any are permitted, a provision requiring each 
subcontractor to include or otherwise be subject to the same payment and interest requirements with 
respect to each lower-tier subcontractor.  
 
The Contractor's obligation to pay an interest charge to a subcontractor pursuant to this section may not 
be construed to be an obligation of the County. A Contract modification may not be made for the purpose 
of providing reimbursement for such interest charge. A cost reimbursement claim may not include any 
amount for reimbursement for such interest charge. 
 
11. NO WAIVER OF RIGHTS 
The County’s approval or acceptance of or payment for any goods or services under this Contract will not 
waive any rights or causes of action arising out of the Contract.  
 
12. NON-APPROPRIATION 
All payments by the County to the Contractor pursuant to this Contract are subject to the availability of 
an annual appropriation for this purpose by the County Board of Arlington County, Virginia (“Board”). In 
the event that the Board does not appropriate funds for the goods or services provided under this 
Contract, the County will terminate the Contract, without termination charge or other liability to the 
County, on the last day of the fiscal year or when the previous appropriation has been spent, whichever 
event occurs first.  
 
13. ESTIMATED QUANTITIES/NON-EXCLUSIVITY OF CONTRACTOR 
This Contract does not obligate the County to purchase a specific quantity of items or services during the 
Contract Term. Any quantities that are included in the Contract Documents are the present expectations 
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of the County for the period of the Contract; and the County is under no obligation to buy that or any 
amount as a result of having provided this estimate or of having had any normal or otherwise measurable 
requirement in the past. The County may require more goods and/or services than the estimated annual 
quantities, and any such additional quantities will not give rise to any claim for compensation other than 
at the unit prices and/or rates in the Contract.  
 
The County does not guarantee that the Contractor will be the exclusive provider of the goods or services 
covered by this Contract. The items or services covered by this Contract may be or become available under 
other County contract(s), and the County may determine that it is in its best interest to procure the items 
or services through those contract(s).  
 
14. COUNTY PURCHASE ORDER REQUIREMENT 
County purchases are authorized only if the County issues a Purchase Order in advance of the transaction, 
indicating that the ordering County agency has sufficient funds available to pay for the purchase. If the 
Contractor provides goods or services without a signed County Purchase Order, it does so at its own risk 
and expense. The County will not be liable for payment for any purchases made by its employees that are 
not authorized by the County Purchasing Agent.  
 
15. BACKGROUND CHECK  
The Contractor will be responsible for having completed criminal background checks for all employees 
and/or subcontractors whom the Contractor assigns to work on this Contract. Upon request from the 
County, the Contractor must provide its summary PASS/FAIL Report of the background check to the 
Project Officer. Any findings may result in the immediate removal of the individual from the contract.  
 
16. REPLACEMENT OF PERSONNEL AND SUBCONTRACTORS 
The County has the right reasonably to reject staff or subcontractors whom the Contractor assigns to the 
project. The Contractor must then provide replacement staff or subcontractors satisfactory to the County 
in a timely manner and at no additional cost to the County. The day-to-day supervision and control of the 
Contractor's and its subcontractors’ employees is the sole responsibility of the Contractor. 
 
The Contractor may not replace key personnel or subcontractors identified in its proposal, including the 
approved Client Services Manager, without the County’s written approval. The Contractor must submit 
any request to remove or replace key personnel or subcontractors to the County Project Officer at least 
15 calendar days in advance of the proposed action. The request must contain a detailed justification, 
including identification of the proposed replacement and his or her qualifications. 
 
If the approved Client Services Manager must be absent for an extended period, the Contractor must 
provide an interim Client Services Manager, subject to the County’s written approval. 
 
If the approved Client Services Manager resigns or is terminated by the Contractor, the Contractor will 
replace the Client Services Manager with an individual with similar qualifications and experience, subject 
to the County’s written approval.  
 
17. EMPLOYMENT DISCRIMINATION BY CONTRACTOR PROHIBITED 
During the performance of its work pursuant to this Contract: 
 

A. The Contractor will not discriminate against any employee or applicant for employment 
because of race, religion, color, sex, sexual orientation, gender identity, national origin, age, 
disability or on any other basis prohibited by state law. The Contractor agrees to post in 
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conspicuous places, available to employees and applicants for employment, notices setting 
forth the provisions of this nondiscrimination clause. 
 

B. Notices, advertisements, and solicitations placed in accordance with federal law, rule or 
regulation will be deemed sufficient for meeting the requirements of this section. 

 
C. The Contractor will state in all solicitations or advertisements for employees that it places or 

causes to be placed that such Contractor is an Equal Opportunity Employer. 
 
D. The Contractor will comply with the provisions of the Americans with Disabilities Act of 1990 

(“ADA”), which prohibits discrimination against individuals with disabilities in employment 
and mandates that disabled individuals be provided access to publicly and privately provided 
services and activities. 

 
E. The Contractor must include the provisions of the foregoing paragraphs in every subcontract 

or purchase order of more than $10,000.00 relating to this Contract so that the provisions will 
be binding upon each subcontractor or vendor. 

 
18. EMPLOYMENT OF UNAUTHORIZED ALIENS PROHIBITED 
In accordance with §2.2-4311.1 of the Code of Virginia, as amended, the Contractor must not during the 
performance of this Contract knowingly employ an unauthorized alien, as that term is defined in the 
federal Immigration Reform and Control Act of 1986.  
 
19. DRUG-FREE WORKPLACE TO BE MAINTAINED BY CONTRACTOR  
During the performance of this Contract, the Contractor must: (i) provide a drug-free workplace for its 
employees; (ii) post in conspicuous places, available to employees and applicants for employment, a 
statement notifying employees that the unlawful manufacture, sale, distribution, dispensation, 
possession, or use of a controlled substance or marijuana is prohibited in the Contractor's workplace and 
specifying the actions that will be taken against employees for violating such prohibition; (iii) state in all 
solicitations or advertisements for employees placed by or on behalf of the Contractor that the Contractor 
maintains a drug-free workplace; and (iv) include the provisions of the foregoing clauses in every 
subcontract or purchase order of more than $10,000.00 relating to this Contract so that the provisions 
will be binding upon each subcontractor or vendor.  
 
For the purposes of this section, "workplace" means the site(s) for the performance of the work required 
by this Contract.  
 
20. SEXUAL HARASSMENT POLICY   
If the Contractor employs more than five employees, the Contractor shall (i) provide annual training on 
the Contractor's sexual harassment policy to all supervisors and employees providing services in the 
Commonwealth, except such supervisors or employees that are required to complete sexual harassment 
training provided by the Department of Human Resource Management, and (ii) post the Contractor's 
sexual harassment policy in (a) a conspicuous public place in each building located in the Commonwealth 
that the Contractor owns or leases for business purposes and (b) the Contractor's employee handbook.  
 
21. SAFETY  
The Contractor must ensure that it and its employees and subcontractors comply with all applicable local, 
state and federal policies, regulations and standards relating to safety and health, including the standards 
of the Virginia Occupational Safety and Health program.  
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22. TERMINATION 
The County may terminate this Contract at any time as follows: (1) for cause, if, as determined by the 
County, the Contractor is in breach or default or has failed to perform the Work satisfactorily; or (2) for 
the convenience of the County. 
 
Upon receipt of a notice of termination, the Contractor must not place any further orders or subcontracts 
for materials, services or facilities; must terminate all vendors and subcontracts, except as are necessary 
for the completion of any portion of the Work that the County did not terminate; and must promptly 
deliver completed documents related to the terminated Work to the County.  
 
Any purchases that the Contractor makes after the notice of termination will be the sole responsibility of 
the Contractor, unless the County has approved the purchases in writing as necessary for completion of 
any portion of the Work that the County did not terminate.  
 
If any court of competent jurisdiction finds a termination for cause by the County to be improper, then 
the termination will be deemed a termination for convenience.  
 

A. TERMINATION FOR CAUSE, INCLUDING BREACH AND DEFAULT; CURE 
1. Termination for Unsatisfactory Performance. If the County determines that the 

Contractor has failed to perform satisfactorily, then the County will give the Contractor 
written notice of such failure(s) and the opportunity to cure them within 30 days or any 
other period specified by the County (“Cure Period”). If the Contractor fails to cure within 
the Cure Period, the County may terminate the Contract for failure to provide satisfactory 
performance by providing written notice with a termination date. The Contractor must 
submit any request for termination costs, with all supporting documentation, to the 
County Project Officer within 30 days after the expiration of the Cure Period. The County 
may accept or reject the request for termination costs, in whole or in part, and may notify 
the Contractor of its decision within a reasonable time. 
 
In the event of termination by the County for failure to perform satisfactorily, the 
Contractor must continue to provide its services as previously scheduled through the 
termination date, and the County must continue to pay all fees and charges incurred 
through the termination date. 
 

2. Termination for Breach or Default. If the County terminates the Contract for default or 
breach of any Contract provision or condition, then the termination will be immediate 
after notice of termination to the Contractor (unless the County provides for an 
opportunity to cure), and the Contractor will not be permitted to seek termination costs. 
 
Upon any termination pursuant to this section, the Contractor will be liable to the County 
for costs that the County must expend to complete the Work, including costs resulting 
from any related delays and from unsatisfactory or non-compliant work performed by the 
Contractor or its subcontractors. The County will deduct such costs from any amount due 
to the Contractor; or if the County does not owe the Contractor, the Contractor must 
promptly pay the costs within 15 days of a demand by the County. This section does not 
limit the County’s recovery of any other damages to which it is entitled by law. 
 
Except as otherwise directed by the County, the Contractor must stop work on the date 
of receipt the notice of the termination. 
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B. TERMINATION FOR THE CONVENIENCE OF THE COUNTY 
The County may terminate this Contract in whole or in part whenever the Purchasing Agent 
determines that termination is in the County's best interest. The County will give the 
Contractor at least 15 days’ notice in writing. The notice must specify the extent to which the 
Contract is terminated and the effective termination date. The Contractor will be entitled to 
termination costs, plus any other reasonable amounts that the parties might negotiate; but 
no amount will be allowed for anticipatory profits. 
 
Except as otherwise directed by the County, the Contractor must stop work on the date of 
receipt of the notice of the termination. 

 
23. INDEMNIFICATION  
The Contractor covenants for itself, its employees and its subcontractors to save, defend, hold harmless 
and indemnify the County and all of its elected and appointed officials, officers, current and former 
employees, agents, departments, agencies, boards and commissions (collectively the “County 
Indemnitees”) from and against any and all claims made by third parties for any and all losses, damages, 
injuries, fines, penalties, costs (including court costs and attorneys’ fees), charges, liability, demands or 
exposure resulting from, arising out of or in any way connected with the Contractor’s negligent acts or 
omissions, including the acts or omissions of its employees and/or subcontractors, in performance or 
nonperformance of the Contract. This duty to save, defend, hold harmless and indemnify will survive the 
termination of this Contract. If the Contractor fails or refuses to fulfill its obligations contained in this 
section, the Contractor must reimburse the County for any and all resulting payments and expenses, 
including reasonable attorneys’ fees. The Contractor must pay such expenses upon demand by the 
County, and failure to do so may result in the County withholding such amounts from any payments to 
the Contractor under this Contract. 
 
24. INTELLECTUAL PROPERTY INDEMNIFICATION 
The Contractor agrees that in providing services under this Contract neither the Contractor nor any 
subcontractor is infringing on the intellectual property rights (including, but not limited to, copyright, 
patent, mask and trademark) of third parties. 
 
If the Contractor or any of its employees or subcontractors uses any design, device, work or material that 
is covered by patent or copyright, it is understood that the Contract Amount includes all royalties, licensing 
fees, and any other costs arising from such use in connection with the Work under this Contract. 
 
The Contractor covenants for itself, its employees and its subcontractors to save, defend, hold harmless, 
and indemnify the County Indemnitees, as defined above, from and against any and all claims, losses, 
damages, injuries, fines, penalties, costs (including court costs and attorneys’ fees), charges, liability or 
exposure for infringement of or on account of any trademark, copyright, patented or unpatented 
invention, process or article manufactured or used in the performance of this Contract. This duty to save, 
defend, hold harmless and indemnify will survive the termination of this Contract.  
 
25. OWNERSHIP OF WORK PRODUCT 
This Contract does not confer on the Contractor any ownership rights or rights to use or disclose the 
County’s data or inputs.  
 
All work product created solely and specifically by Contractor for County that results from this Contract is 
the property of the County and must be provided or returned to the County upon completion, 
termination, or cancellation of this Contract. The Contractor will not use or allow others to use the work 
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product for any purpose other than performance of this Contract without the written consent of the 
County.  
 
The work product is confidential, and the Contractor may neither release the work product nor share its 
contents. The Contractor will refer all inquiries regarding the status of any work product to the Project 
Officer or to his or her designee.  
 
The Contractor must include the provisions of this section, or substantially similar terms, as part of any 
contract or agreement directly related to this Contract into which it enters with subcontractors or other 
third parties. The provisions of this section will survive any termination or cancellation of this Contract.  
 
26. DATA SECURITY AND PROTECTION  
The Contractor will hold County Information, as defined below, in confidence, and both Parties will comply 
with all applicable state and federal security and privacy laws. The Contractor must develop, implement, 
maintain, continually monitor and use appropriate administrative, technical and physical security 
measures to control access to and to preserve the confidentiality, privacy, integrity and availability of all 
electronically maintained or transmitted information received from or created or maintained on behalf of 
the County. For purposes of this provision, and as more fully described in this Contract and in the County’s 
Non-Disclosure and Data Security Agreement (NDA), “County Information” includes, but is not limited to, 
electronic information; documents; data; images; financial records; personally identifiable information; 
personal health information (PHI); personnel, educational, voting, registration, tax and assessment 
records; information related to public safety; County networked resources; and County databases, 
software and security measures that are created, maintained, transmitted or accessed to perform the 
Work under this Contract. 
 

(a) County’s Non-Disclosure and Data Security Agreement. The Contractor must sign the NDA 
(Exhibit E) before performing any work or obtaining or permitting access to County networked 
resources, application systems or databases. All Contractor-controlled agents or 
subcontractors performing work related to this Contract shall be bound to written 
confidentiality terms offering a materially equivalent level of protection as is required of the 
Contractor by this Contract.   

 
(b) Use of Data. The Contractor will ensure against any unauthorized use, distribution or 

disclosure of or access to County Information and County networked resources by itself or its 
Designees. Use of County Information other than as specifically outlined in the Contract 
Documents is strictly prohibited. The Contractor will be solely responsible for any 
unauthorized use, reuse, distribution, transmission, manipulation, copying, modification, 
access to or disclosure of County Information and for any non-compliance with this provision 
by itself or by its Designees. 

 
(c) Data Protection. The Contractor will protect the County’s Information according to standards 

established by federal law and Commonwealth of Virginia statutes including but not limited 
to the Government Data Collection and Dissemination Practices Act, Chapter 38 of Title 2.2 of 
the Code of Virginia (§ 2.2-3800 and 2.2-3803), Administration of systems including personal 
information; Internet privacy policy; exceptions, Code of Virginia, § 2.2-3803, and the Virginia 
Freedom of Information Act § 2.2-3700, et seq., and will adhere to industry practices including 
the National Institute of Standards and Technology (NIST) SP 800-53 Security and Privacy 
Controls for Information Systems, and no less rigorously than it protects its own data and 
proprietary or confidential information. The Contractor must provide to the County a 
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summary of its data security policy and procedures for securing County Information and a 
summary of its disaster recovery plan(s). If requested by the County, the Contractor must also 
provide a copy of the results of Contractor’s most recent internal SSAE18 System and 
Organization Controls (SOC 2) audit reports, which the County will treat as confidential.  

 
(d) Security Requirements. The Contractor must maintain up-to-date anti-virus programs, 

industry-accepted firewalls and other protections on its systems and networking equipment. 
The Contractor certifies, through the independent third-party audit and subsequent SOC 
Report, that all systems and networking equipment that support, interact with or store 
County Information meet the above standards and industry standard practices for physical, 
network and system security requirements. Devices (laptops, mobile phones, printers, 
copiers, fax machines, or similar) that store County data utilize encryption. The County’s Chief 
Information Security Officer or designee must approve any deviation from these standards. 
The downloading of County information onto devices, other portable storage media or 
services such as personal e-mail, Dropbox etc. is prohibited without the written authorization 
of the County’s Chief Information Security Officer or designee.  

 
(e) Conclusion of Contract. Within 30 days after the termination, cancellation, expiration or other 

conclusion of the Contract, the Contractor must, at no cost to the County, return all County 
Information to the County in a format defined by the County Project Officer. The County may 
request that the Information be destroyed. The Contractor is responsible for ensuring the 
return and/or destruction of all Information that is in the possession of its subcontractors or 
agents. The Contractor must certify completion of this task in writing to the County Project 
Officer. The Contractor may retain copies of County Confidential Information for back-up and 
archival purposes and as required by law.  Any County Confidential Information retained will 
continue to be protected consistent with the requirements of this Contract.  To the extent 
that it is impracticable to promptly delete electronic or digital information, the retained  
information will also continue to be subject to the confidentiality obligations under this 
Contract until deleted. 

 
(f) Notification of Security Incidents. The Contractor must notify the County Chief Information 

Officer and County Project Officer of any Security Incident (as defined in Exhibit G) within 72 
hours of the discovery of any intended or unintended access to or use or disclosure of 
Personal Information of County claimants.  

 

(g) Subcontractors. If subcontractors are permitted under this Contract, the requirements of this 

entire section, or materially equivalent terms, must be incorporated into any agreement 

between the Contractor and the subcontractor. If the subcontractor will have access to 

County Information, each subcontractor must provide to the Contractor a copy of its data 

security policy and procedures for securing County Information and a copy of its disaster 

recovery plan(s) upon request, to the extent CorVel has the legal right to do so.  If requested 

by the County, the Contractor must also provide annually a copy of the results of the 

subcontractor’s most recent internal SSAE18 (SOC 2) audit reports, to the extent CorVel has 

the legal right to do so, which the County will treat as confidential. 
 
27. ETHICS IN PUBLIC CONTRACTING 
This Contract incorporates by reference Article 9 of the Arlington County Purchasing Resolution, as well 
as all state and federal laws related to ethics, conflicts of interest or bribery, including the State and Local 
Government Conflict of Interests Act (Code of Virginia § 2.2-3100 et seq.), the Virginia Governmental 
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Frauds Act (Code of Virginia § 18.2-498.1 et seq.) and Articles 2 and 3 of Chapter 10 of Title 18.2 of the 
Code of Virginia, as amended (§ 18.2-438 et seq.). The Contractor certifies that its proposal was made 
without collusion or fraud; that it has not offered or received any kickbacks or inducements from any 
other offeror, supplier, manufacturer or subcontractor; and that it has not conferred on any public 
employee having official responsibility for this procurement any payment, loan, subscription, advance, 
deposit of money, services or anything of more than nominal value, present or promised, unless 
consideration of substantially equal or greater value was exchanged. 
 
28. COUNTY EMPLOYEES 
No Arlington County employee may share in any part of this Contract or receive any benefit from the 
Contract that is not available to the general public. 
 
29. FORCE MAJEURE 
Neither party will be held responsible for failure to perform the duties and responsibilities imposed by 
this Contract if such failure is due to a fire, riot, rebellion, natural disaster, war, act of terrorism or act of 
God that is beyond the control of the party and that makes performance impossible or illegal, unless 
otherwise specified in the Contract, provided that the affected party gives notice to the other party as 
soon as practicable after the force majeure event, including reasonable detail and the expected duration 
of the event’s effect on the party. 
 
30. AUTHORITY TO TRANSACT BUSINESS 
The Contractor must, pursuant to Code of Virginia § 2.2-4311.2, be and remain authorized to transact 
business in the Commonwealth of Virginia during the entire term of this Contract. Otherwise, the Contract 
is voidable at the sole option of and with no expense to the County.  
 
31. RELATION TO COUNTY 
The Contractor is an independent contractor, and neither the Contractor nor its employees or 
subcontractors will be considered employees, servants or agents of the County. The County will not be 
responsible for any negligence or other wrongdoing by the Contractor or its employees, servants or 
agents. The County will not withhold payments to the Contractor for any federal or state unemployment 
taxes, federal or state income taxes or Social Security tax or for any other benefits. The County will not 
provide to the Contractor any insurance coverage or other benefits, including workers' compensation. 
 
32. ANTITRUST 
The Contractor conveys, sells, assigns and transfers to the County all rights, title and interest in and to all 
causes of action under state or federal antitrust laws that the Contractor may have relating to this 
Contract. 
 
33. REPORT STANDARDS 
The Contractor must submit all written reports required by this Contract for advance review in a format 
approved by the Project Officer. Reports must be accurate and grammatically correct and should not 
contain spelling errors. The Contractor will bear the cost of correcting grammatical or spelling errors and 
inaccurate report data and of other revisions that are required to bring the report(s) into compliance with 
this section.  
 
34. AUDIT 
The Contractor must retain all books, records and other documents related to this Contract for at least 
five years, or such period of time required by the County’s funding partner(s), if any, whichever is greater, 
after the final payment and must allow the County or its authorized agents to examine the documents 
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during this period and during the Contract Term. The Contractor must provide any requested documents 
to the County for examination within 15 days of the request, at the Contractor’s expense. Should the 
County’s examination reveal any overcharging by the Contractor, the Contractor must, within 30 days of 
County’s request, reimburse the County for the overcharges and for the reasonable costs of the County’s 
examination, including, but not limited to, the services of external audit firm and attorney’s fees; or the 
Contractor must reimburse within 30 days of such notice and verification of the overcharges and 
examination costs from any amount that the County owes to the Contractor. If the Contractor wishes to 
destroy or dispose of any records related to this Contract (including confidential records to which the 
County does not have ready access) within five years after the final payment, or such period of time 
required by the County’s funding partner(s), if any, whichever is greater, the Contractor must give the 
County at least 30 days’ notice and must not dispose of the documents if the County objects.  
 
The Purchasing Agent may require the Contractor to demonstrate that it has the necessary facilities, 
ability, and financial resources to comply with the Contract and furnish the service, material or goods 
specified herein in a satisfactory manner at any time during the term of this Contract. 
 
35. ASSIGNMENT 
The Contractor may not assign, transfer, convey or otherwise dispose of any award or any of its rights, 
obligations or interests under this Contract without the prior written consent of the County.  
 
36. AMENDMENTS 
This Contract may not be modified except by written amendment executed by persons duly authorized to 
bind the Contractor and the County. 
 
37. ARLINGTON COUNTY PURCHASING RESOLUTION AND COUNTY POLICIES 
Nothing in this Contract waives any provision of the Arlington County Purchasing Resolution, which is 
incorporated herein by reference, or any applicable County policy. 
 
38. DISPUTE RESOLUTION 
All disputes arising under this Agreement or concerning its interpretation, whether involving law or fact 
and including but not limited to claims for additional work, compensation or time, and all claims for 
alleged breach of contract must be submitted in writing to the Project Officer as soon as the basis for the 
claim arises. In accordance with the Arlington County Purchasing Resolution, claims denied by the Project 
Officer may be submitted to the County Manager in writing no later than 60 days after the final payment. 
The time limit for a final written decision by the County Manager is 30 days. Procedures concerning 
contractual claims, disputes, administrative appeals and protests are contained in the Arlington County 
Purchasing Resolution. The Contractor must continue to work as scheduled pending a decision of the 
Project Officer, County Manager, County Board or a court of law. 
 
39. APPLICABLE LAW, FORUM, VENUE AND JURISDICTION  
This Contract is governed in all respects by the laws of the Commonwealth of Virginia; and the jurisdiction, 
forum and venue for any litigation concerning the Contract or the Work is in the Circuit Court for Arlington 
County, Virginia, and in no other court.  
 
40. ARBITRATION 
No claim arising under or related to this Contract may be subject to arbitration. 
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41. NONEXCLUSIVITY OF REMEDIES  
All remedies available to the County under this Contract are cumulative, and no remedy will be exclusive 
of any other at law or in equity. 
 
42. NO WAIVER 
The failure to exercise a right provided for in this Contract will not be a subsequent waiver of the same 
right or of any other right.  
 
43. SEVERABILITY 
The sections, paragraphs, clauses, sentences, and phrases of this Contract are severable; and if any 
section, paragraph, clause, sentence or phrase of this Contract is declared invalid by a court of competent 
jurisdiction, the rest of the Contract will remain in effect. 
 
44. ATTORNEY’S FEES 
In the event that the County prevails in any legal action or proceeding brought by the County to enforce 
any provision of this Contract, the Contractor will pay the County’s reasonable attorney’s fees and 
expenses. 
 
45. SURVIVAL OF TERMS 
In addition to any statement that a specific term or paragraph survives the expiration or termination of 
this Contract, the following sections also survive: INDEMNIFICATION; INTELLECTUAL PROPERTY 
INDEMNIFICATION; RELATION TO COUNTY; OWNERSHIP OF WORK PRODUCT; AUDIT; DISPUTE 
RESOLUTION; APPLICABLE LAW AND JURISDICTION; ATTORNEY’S FEES, AND DATA SECURITY AND 
PROTECTION. 
 
46. HEADINGS 
The section headings in this Contract are inserted only for convenience and do not affect the substance 
of the Contract or limit the sections’ scope.  
 
47. AMBIGUITIES  
The parties and their counsel have participated fully in the drafting of this Agreement; and any rule that 
ambiguities are to be resolved against the drafting party does not apply. The language in this Agreement 
is to be interpreted as to its plain meaning and not strictly for or against any party.  
 
48. NOTICES 
Unless otherwise provided in writing, all legal notices and other communications required by this Contract 
are deemed to have been given when either (a) delivered in person; (b) delivered by an agent, such as a 
delivery service; or (c) deposited in the United States mail, postage prepaid, certified or registered and 
addressed as follows: 

 
TO THE CONTRACTOR:  
 ATTN: Legal Department  
CorVel Enterprise Corp., Inc.  
1920 Main Street Suite 900 
Irvine CA 92614 
Phone: 949-851-1473 
Email: Corporate_Legal@corvel.com 
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TO THE COUNTY: 
Teresa Elkins, Risk Manager and Project Officer  
HRD – Office of Risk Management 
2100 Clarendon Boulevard, Suite 511 
Arlington, Virginia 22201 
Phone: (703) 228-4421 
Email: telkins@arlingtonva.us 
 
AND 
 
Dr. Sharon T. Lewis, LL.M, MPS, VCO, CPPB 
Purchasing Agent 
Arlington County, Virginia 
2100 Clarendon Boulevard, Suite 500 
Arlington, Virginia 22201 
Phone: (703) 228-3294 
Email: slewis1@arlingtonva.us 
  
TO COUNTY MANAGER’S OFFICE (FOR PROJECT CLAIMS): 
Mark Schwartz, County Manager 
Arlington County, Virginia 
2100 Clarendon Boulevard, Suite 318 
Arlington, Virginia 22201 
 

49. ARLINGTON COUNTY BUSINESS LICENSES 
The Contractor must comply with the provisions of Chapter 11 (“Licenses”) of the Arlington County Code, 
if applicable.  For information on the provisions of that Chapter and its applicability to this Contract, the 
Contractor must contact the Arlington County Business License Division, Office of the Commissioner of 
the Revenue, 2100 Clarendon Blvd., Suite 200, Arlington, Virginia, 22201, telephone number (703) 228-
3060, or e-mail business@arlingtonva.us.  
 
50. NON-DISCRIMINATION NOTICE 
Arlington County does not discriminate against faith-based organizations.  
 
51. LIMITED ENGLISH PROFICIENCY  
The Contractor must comply with Executive Order 13166, Title VI of the Civil Rights Act of 1964 and make 
reasonable efforts to ensure that as part of the services that it provides, adequate communication 
services, including interpretation and translation, are available to persons who have limited English 
proficiency. If such services are not included in the Contract’s scope of services and pricing, the Contractor 
will use a County-contracted service provider, and the County will pay the fees.  

 
52. HIPAA COMPLIANCE 
The Contractor must comply with the privacy, security and electronic transaction components of the 
Health Insurance Portability and Accountability Act of 1996, as amended (“HIPAA”). Pursuant to 45 C.F.R. 
§164.502(e) and §164.504(e), as applicable when Protected Health Information (“PHI”) is provided to the 
Contractor in connection with claims serviced under this Contract.  The Contractor will in those cases be 
is a designated a Business Associate for purposes of this Contract and must execute the attached Arlington 
County Business Associate Agreement (Exhibit F). Pursuant to 45 C.F.R. § 164.308(b)(1) and the Health 
Information Technology for Economic and Clinic Health Act (“HITECH”), § 13401, the Contractor must also 
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enter into an agreement with any subcontractors that, in a form approved by the County, requires the 
subcontractor to protect PHI to the same extent as the Arlington County Business Associate Agreement. 
The Contractor must ensure that its subcontractors notify the Contractor immediately of any breaches in 
security regarding PHI. Software and platforms used in performance of this Contract must be HIPAA 
compliant.   
 
The Contractor takes full responsibility, as applicable, for HIPAA compliance, for any failure to execute the 
appropriate agreements with its subcontractors and for any failure of its subcontractors to comply with 
the existing or future regulations of HIPAA and/or HITECH. The Contractor will indemnify the County for 
any and all third-party losses, fines, damages, liability, exposure or costs that arise from any failure to 
comply with this paragraph. 
 
53. APPLICABLE STATE AND FEDERAL SECURITY LAWS   
The Contractor and the County shall comply with all applicable state and federal laws and applicable 
processes and policies as agreed under the attached Exhibit G (“County Nondisclosure and Data Security 
Agreement”). 
 
54. ADA COMPLIANCE 
The Contractor is solely responsible to the extent applicable for its compliance with the ADA and must 
defend and hold the County harmless from any expense or liability arising from the Contractor’s non-
compliance. The Contractor also must respond promptly to and cooperate fully with all inquiries from the 
U.S. Department of Labor.  
 
The Contractor’s responsibilities related to ADA compliance include, but are not limited to, the following: 

a. Access to Programs, Services and Facilities: The Contractor must ensure that its programs, 
services and facilities are accessible to persons with disabilities. If a particular facility or 
program is not accessible, the Contractor must provide equivalent services in an accessible 
alternate location or manner. 

 
b. Effective Communication: Upon request, the Contractor, must provide appropriate 

communication aids and services so that qualified persons with disabilities can participate 
equally in the Contractor’s programs, services and activities. Communication aids and services 
can include, but are not limited to, qualified sign language interpreters, Braille documents and 
other means of facilitating communications with people who have speech, hearing or vision 
impairments. 

 
c. Modifications to Policies and Procedures: The Contractor must modify its policies and 

procedures as necessary to ensure that people with disabilities have an equal opportunity to 
enjoy the Contractor’s programs, services and activities. For example, individuals’ service 
animals must be allowed in the Contractor’s offices or facilities, even if pets are generally 
prohibited. 

 
d. No Extra Charges: The Contractor may not charge a person with a disability or any group of 

individuals with disabilities to cover the cost of providing aids or services or of reasonable 
modifications to policies and procedures.  

 
55. INSURANCE REQUIREMENTS 
Before beginning work under the Contract or any extension, the Contractor must provide to the County 
Purchasing Agent a Certificate of Insurance indicating that the Contractor has in force at a minimum the 
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coverage below. The Contractor must maintain this coverage until the completion of the Contract or as 
otherwise stated in the Contract Documents. All required insurance coverage must be acquired from 
insurers that are authorized to do business in the Commonwealth of Virginia, with a rating of “A-“ or 
better and a financial size of “Class VII” or better in the latest edition of the A.M. Best Co. Guides. 
 

a. Workers Compensation - Virginia statutory workers compensation (W/C) coverage, including 
Virginia benefits and employer’s liability with limits of $500,000/500,000/500,000. The 
County will not accept W/C coverage issued by the Injured Worker's Insurance Fund, Towson, 
MD.  
 

b. Commercial General Liability - $1,000,000 per occurrence, with $2,000,000 annual aggregate 
covering all premises and operations and including personal injury, completed operations, 
contractual liability, independent contractors, and products liability. The general aggregate 
limit must apply to this Contract. Evidence of contractual liability coverage must be typed on 
the certificate. 

  
c. Business Automobile Liability - $1,000,000 combined single-limit (owned, non-owned and 

hired). 
 
d. Umbrella/Excess Liability - $2 Million bodily injury, property damage and personal injury. 
 
e. Professional Errors and Omissions - $2 million per occurrence/claim $4 million aggregate. 
 
f. Cyber Risk and/or Technology Errors and Omissions Insurance coverage for itself and on 

behalf of its Personnel as set forth according to the following requirements at $5 Million per 
occurrence:  
o Such insurance shall cover Arlington County and its Agencies, and subsidiaries, and their 

respective Board members, officials, directors, managers, employees, agents and assigns 
as additional insureds for cyber-related incidents resulting in loss or damage arising out 
of Contractor’s equipment, products, Services, or software under this Contract.  In the 
event such policy is written on a claims-made basis then: (i) Contractor shall maintain such 
policy in effect for a period of not less than four (4) years after the last date that 
equipment, products, Services, or software are provided by Contractor under this 
Contract or the applicable warranty period, whichever is longer; and (ii) such policy shall 
include a retro-active coverage date preceding the first date that any equipment, 
products, Services or software are provided under this Contract. At a minimum, such 
insurance shall extend the following coverages to the benefit of Arlington County and its 
Agencies: (a) privacy breaches (liability arising from the loss of, unauthorized access to or 
disclosure of confidential information); (b) network or system breach; (c) denial or loss of 
service; (d) introduction, implantation or spread of malicious software code, including 
specifically ransomware coverage; (e) unauthorized access to or use of computer systems, 
and no exclusion/restriction for unencrypted portable devices/media may be on the 
policy; (f) indirect and consequential damages arising out of a cyber-related event; and 
(g) the first party losses of Arlington to cover the cost of forensic and/or technical teams 
hired to investigate any security incident, attorney’s fees, the cost of preparing and 
distributing a notification to affected individuals, the cost of running a centralized call 
center, the cost of two years of credit monitoring services for impacted individuals, and 
the cost of preparing and filing all required notices with governmental authorities, 
agencies, or interested parties globally  
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o Contractor waives all rights of subrogation against Arlington County for losses under 
Contractor’s following insurance policies for Workers’ Compensation, General Liability 
and Auto Liability. 

 
g. Additional Insured – The County and its officers, elected and appointed officials, employees 

and agents must be listed as additional insureds on all policies except workers compensation 
and automotive, professional liability and Cyber Risk and/or Technology Errors and Omissions; 
and the additional insured endorsement must be included on the certificate.  

 
h. Cancellation - If there is a material change or reduction in or cancellation of any of the above 

coverages during the Contract Term, the Contractor must notify the Purchasing Agent 
immediately and must, with no lapse in coverage, obtain replacement coverage that is 
consistent with the terms of this Contract. Not having the required insurance throughout the 
Contract Term is grounds for termination of the Contract. 

 
i. Claims-Made Coverage - Any “claims made” policy must remain in force, or the Contractor 

must obtain an extended reporting endorsement, until the applicable statute of limitations 
for any claims has expired. 

 
j. Contract Identification - All insurance certificates must state this Contract's number and 

title. 
 

In the event the Contractor is insured for liability with limits in excess of those specified insurance 
coverages above, the Contractor’s said obligation shall extend up to the limits of the insurance. 
 
The Contractor must disclose to the County the amount of any deductible or self-insurance component of 
any of the required policies. With the County’s approval, the Contractor may satisfy its obligations under 
this section by self-insurance for all or any part of the insurance required, provided that the Contractor 
can demonstrate sufficient financial capacity. In order to do so, the Contractor must provide the County 
with its most recent actuarial report and a copy of its self-insurance resolution. 
 
The County may request additional information to determine if the Contractor has the financial capacity 
to meet its obligations under a deductible and may require a lower deductible; that funds equal to the 
deductible be placed in escrow; a certificate of self-insurance; collateral; or another mechanism to 
guarantee the amount of the deductible and ensure protection for the County. The County’s acceptance 
or approval of any insurance will not relieve the Contractor from any liability or obligation imposed by the 
Contract Documents.  
 
The Contractor is responsible for the Work and for all materials, tools, equipment, appliances and 
property used in connection with the Work. The Contractor assumes all risks for direct and indirect 
damage or injury to the property used or persons employed in connection with the Work and for of all 
damage or injury to any person or property, wherever located, resulting from any action, omission, 
commission or operation under the Contract or in connection in any way whatsoever with the Work. The 
Contractor’s insurance shall be the primary non-contributory insurance for any work performed under 
this Contract. 
 
The Contractor is as fully responsible to the County for the acts and omissions of its subcontractors and 
of persons employed by them as it is for acts and omissions of persons whom the Contractor employs 
directly. 
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56. CONTRACTOR PERFORMANCE EVALUATION 
Arlington County will perform written evaluations of the Contractor’s performance at various intervals 
throughout the term of this Contract.  The evaluations will address, at a minimum, the Contractor’s 
work/performance, quality, cost controls, schedule, timeliness and sub-contractor management.  The 
Project Officer shall be responsible for completing the evaluations and providing a copy to the Contractor 
and County Procurement Officer. 
 
 
 
 
 
WITNESS these signatures: 
 
 
 
THE COUNTY BOARD OF ARLINGTON   CORVEL ENTERPRISE COMP, INC. 
COUNTY, VIRGINIA  
 
 
AUTHORIZED      AUTHORIZED 
SIGNATURE: ___________________________ SIGNATURE: __________________________________ 
 
NAME: _______________________________  NAME: _______________________________________ 
   
TITLE: _________________________________  TITLE: _______________________________________ 
 
DATE: ________________________________ DATE: _______________________________________ 
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EXHIBIT A 
 SCOPE OF SERVICES 

 
a. Claims Handling Procedures Common to all Claims. 

1. Investigate claims at onset and ongoing for liability, compensability, and subrogation. 
a. Claims investigation includes but is not limited to:  

i. compliance with regulatory requirements.  
ii. payment of medical bills and lost wage benefits.  

iii. subrogation actions.  
iv. surveillance and sub rosa investigations. 

b. The Contractor shall follow the process outlined in the agreed upon Account Services 
Instructions for denials and acceptance of claims unless the County authorizes the claims on 
an individual basis. 

 
2. Maintain and provide organized electronic claim access for the County. 

a. Documents and notes shall be visible to County in real-time. 
 

3. Provide electronic copy of individual files as requested. 
a. Upon request, the Contractor shall provide an electronic copy of the claim file within two 

business days of request. 
 

4. Calculate and set reserve amounts timely.  
a. Set initial claim reserve within 5 business days of claim assignment. 
b. Reserve diaries must be set at 30/60/90 days from receipt of claim and every 90 days 

thereafter. 
c.  For any change in the reserves, the Contractor shall utilize the County provided Claim Review 

Form and the Account Services Instructions for the approval process. 

 
5. Record statements per Accounts Service Instructions. 

a. For Workers Compensation Claims: the Contractor shall take recorded or written statements 
of injured employee and witnesses. 

b. For Liability Claims: the Contractor shall obtain recorded or written statements from anyone 
who may have knowledge of the facts of the incident and the injury, including the Claimant, 
witnesses, except for County employees unless approval is first obtained from the County 
Attorney’s Office.  

c. For all claims where a recorded statement applies and have been taken per a and b above: 
the Contractor must transcribe recorded statements when necessary and as requested by the 
County and make transcriptions and recordings reviewable in claim file. 

 
6. Follow the County’s Liability Self-Insurance Resolution. 

 
7. Assist the County Attorney's Office or insured/reinsured, or other designated counsel selected by 

the County Attorney’s Office or insured/reinsured, in the handling of any claim as required. 
a. Contractor shall provide notice of hearing request, mediation, representation of claimant 

within three business days of receiving notice of the same. 
 

8. Inform the County of industry updates.  
a. Updates shall include but are not limited to:  

i. workers’ compensation regulatory/statutory updates; 
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ii.  Virginia legal updates; and  
iii. safety and health updates  

 
9. Provide methods for incident claim reporting. 

a. Provide 24-hour online and telephonic claim reporting. 
b. For telephonic claim reporting, average wait time should not exceed 10 minutes. 

 
10. Provide 24-hour toll-free assistance for catastrophic incidents.  

 
11. Provide designated Claim Representatives and one Client Services Manager for the contract. 

a. Client Services Manager  
i. shall attend in-person claim reviews of County selected files; 

ii. Act as liaison between the insurer, Contractor staff/departments and County. 
iii. Suggest improvements to County programs and/or processes. 

 
12. Communicate and collaborate with County staff, the claimants, and outside parties/providers 

throughout the life of the claim. 
a. Provide claim reviews and provide status reports to the County on all claim files with the 

information required on the Claims Review Form (provided by the County) at least every 60 
days, unless circumstances warrant a shorter time period, until the adjuster and the County 
decide the claim warrants changes to the timing of the reviews and status reports. 

b.  Calls and emails from the County or claimants to any Contractor’s employee should be 
returned within 1 business day.  

 
13. Make timely and accurate payments to claimants and providers.  

a. Payments shall be consistent with Virginia law and terms of any agreement between claimant 
and the County. 

b. The Contractor shall be responsible for completing any necessary documentation for workers 
compensation cases memorializing initiation or termination of payments. 

 
14. Perform bill and utilization review. 

a. Utilization reviews shall be conducted at a minimum for all surgeries, if the requested 
service is outside standard medical protocol, at the County’s request or at the discretion of 
the adjuster once presented and approved by the County.    

 
15. Perform ongoing claim reviews.   

a. The Contractor shall be available to conduct monthly roundtable discussions at the request 
of the County. 

 
16. Perform post-accident onsite inspections and gather documentation as needed. 

 
17. Make timely settlement recommendations. 

a. Settlement recommendations and supporting documentation shall be provided to the County 
at least two weeks prior to any scheduled mediation.   

b. All settlements must be approved by the County. 
 

18. Review all claims regularly for closing. 
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19. Provide annual Stewardship Reports. 
a. The reports must include, but is not limited to a 3–5-year snapshot on how we compare year 

to year on the following, at a minimum:  
i. Cost reductions from network savings, bill review, clinical review etc.  

ii. Return on investment for bill review and utilization review services as well as all 
ancillary services charge to the file.  

iii. Effectiveness in managing claims.  
iv. Closure rates  
v. Claim Activity, i.e., Incident only, medical only, indemnity claims, BI, PD,   

vi. Others to be defined. 
 

20. Provide claim-related ancillary services, to include:  
i. transportation,  

ii. translation,  

iii. durable medical equipment,  

iv. surveillance. 

 

21. During each contract year, the Contractor shall provide a minimum of sixty (60) hours of safety 

and loss control training, as determined by the Project Officer. 

 

22. Control adjusters’ caseload and retention. 

 

23. Report and index all bodily injury or property damage claims depending on the information 

provided, to the Commercial index Bureau (CIB).   

a. Re-index every six months until claim is closed. 

 
b. Workers' Compensation Claims 

1. Complete a three-point contact with the injured claimant, medical provider, and the reporting 

supervisor. 

a. Initial contact attempt must be made within 1 business day of Contractor receiving notice of 

medical only and indemnity claims 1 additional verbal attempt on each of the next 2 

consecutive business days via phone calls and then a letter, text or email.  

   

2. Provide a panel of Board-certified network providers skilled in treating injured workers the 
following specialties:   

i. orthopedics,  
ii. pulmonology,  

iii. cardiology,  
iv. psychology,  
v. psychiatry,  

vi. pain management,  
vii. pain rehabilitation and  

viii. behavioral health counseling.   
a. Provide panels with providers accustomed to treating public safety employees. 
b. Make recommendations for changes to the panel. 
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3. Provide a prescription drug administrator. 

a. Allow for mail order of prescriptions to claimant’s home.  If the same Pharmacy Benefit 

Manager (PBM) is part of one of the County’s health plans, like Optum, the PBM must be able 

to differentiate between workers’ comp and non-workers’ comp scripts.   

 

4. Provide case management services. 

a. The County will approve the use of field case management services. 

b. The Contractor shall provide the County with justification for engaging field case management 

services. 

c. Telephonic case management may be used in accordance with the Accounts Service 

Instructions. 

 

5. Educate claimants on the workers’ compensation benefits and processes. 

a. At initial contact: discuss the rights and responsibilities of the County and claimant per Virginia 

Workers’ Compensation Commission (VWCC) statutes. Discuss other processes of the County 

as outlined in the Account Services Instructions. 

b. Ongoing:   return-to-work goals as outlined by VWCC statutes and the County’s Account 

Services Instructions. 

 

6. Develop, document, and execute a Return-to-Work Plan for lost time claims within 14 days of 
receipt.   

 
7. Schedule independent medical evaluations. 

a. Evaluations may be scheduled at the County’s request or upon the County’s concurrence of 
the adjuster’s recommendation. 

b. Evaluations should be scheduled within 7 days of County’s concurrence to schedule the exam.    
 

8. Calculate and pay indemnity benefits, when applicable. 

 

9. Track dates and amounts of salary in lieu of compensation payments that are paid by the County 

directly to the injured worker.  

 

c. General and Auto Liability, First Party Property, and Auto Physical Damage Claims 
1. Complete a two-point contact with the injured or property damaged claimant and the reporting 

supervisor. 

a. Initial contact attempt must be made within 1 business day of Contractor receiving notice of 

the claim 1 additional verbal attempt each of the next 2 consecutive business days via phone 

calls and then a letter, text or email if verbal contact is not successful. 

 

2. Record, tabulate, appraise, and where appropriate, make payment for all claims that are deemed 
as compensable.  

 

3. Determine the salvage value or the replacement cost for County property. 

 

4. Cooperate with and assist the County Attorney's Office and the Risk Manager or insured/reinsured 
designated counsel in the defense of litigated claims and in subrogation recovery. Such assistance 
may include supporting the County by performing certain elements of the litigated claims 
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investigation process. 
 

5. For auto liability property damage claims’ estimates, use a preferred contractor for estimates of 
auto liability property damage claims or a minimum of at least three estimates from Claimant. 

 
d. Filings 

1. Furnish and/or file appropriate renewal application forms required by State and Federal 
administrative agencies, including Virginia State forms 45A and 45G and the OSHA 300 and #300A 
logs. 
  

2. File electronic submissions of claims data to CMS in compliance with Medicare Secondary Payer 
Mandatory Reporting after review and approval by the County. 

 
3. Submit documents as required by the Virginia Workers' Compensation Division, or by the Workers' 

Compensation Commission or the Virginia Department of Labor & Industry.  
 

4. Notify the County of high dollar claims and the excess carrier as soon as possible in accordance with 
carrier’s established County reporting criteria. 

 
e. Reports 

Provide electronic loss reports to the County, as requested, to include but not limited to: 
  

1. Claim loss/experience reports 
 

2. Reserve change reports  
 

3. Claims detail reports 
  

4. Reporting lag reports  
 

5. Completed OSHA logs and reports  
 

6. Claim closure reports  
 

7. Indemnity benefits paid, including salary in lieu of compensation, for TTD, TPD and PTD 
 

8. Claimants on light duty and light duty start date 
 

9. Counts of new claims, by claim type, claims closed for each month 
 

10. List of claims with converted claim type and claims reopened 
 

11. Adjuster diary reports/dashboard with lag time of completion or change to another diary date  
 

12. Third-party subrogation reports on a quarterly basis depicting the potential subrogation amount 
vs the amount received from the subrogation settlement 
 

13. Claim summary/status report of all claims in litigation or with represented claimants. 
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14. Daily report of new claims (claimant name, DOI, type of claim, department, incident description, 
employee email, claimant's supervisor) 

15. Excel version of data to support monthly claims invoices (claimant name, claim number, payee, 
date of transaction, dates of payment’s service/lost time, amount of transaction, type of payment 
(i.e., TTD). 
 

16. Monthly Performance Measurements Report to include compliance with Reserve diaries 
and return to work plans. 
 

17. Call Center stats. 
 

f. Data Management Capabilities 
At a minimum the Contractor shall: 
1. Provide an electronic comprehensive claims management information system. 

a. The electronic claims management system shall provide County staff with real-time access to 
claim information i.e., Financial, notes and paperless documents, but not limited to such. 
 

2. Provide secure, web-based access to the system for the County.  
 

3. Offer detailed reporting capabilities that are made available electronically to the County and its 
insurers/reinsurers.  
a. Reports shall be available in pdf format and Excel format. 

 
4. Provide a system that will accommodate a minimum of 15 County users. 

a. The system shall provide role-based user access such that identified users may only access 
claims data for their area of responsibility. 

b. Provide the option of user specific IDs for all reporting County employees for reporting of 
claims or generic user IDs that may be utilized by the County as a whole or specific 
departments. 
 

5. Provide a system that will allow the prior claim information of the County to be uploaded and 

viewable in the Contractor’s system within seven business days of receipt of the second data 
load. 

 
6. Accommodate custom data fields as needed by the County (i.e., location code, employee number, 

County vehicle number, etc.). 
a. System shall be able to generate reports with custom data fields.   

 
7. Provide a method to receive County data files securely.  Data files may include employee 

information such as name, address, work location, employee number, etc.  
 

8. Provide training to all users in the operation and access of the system. 
 

9. Provide an app/portal for claimants to view claim status and communicate with their adjuster.   
 
g. Performance Claim Reviews and Audits 

The County reserves the right to conduct claim reviews and audits of claim files handled by the 
Contractor on an as-needed basis. The County or outside auditors will examine electronic and as 
requested, if applicable, a printed portion of the claim files for the audit and conduct claims reviews 
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at the County Risk Management Department office, the Contractor’s nearest office or virtual. The 
County or outside auditors shall be authorized to visit the Contractor's processing and/or storage 
premises and have access to all data, including paper and electronic documents; all stored data 
relating to all liability and employee claims at local Contractor offices in the Commonwealth of 
Virginia.  

 
Audit Response: The County will rate each audited or reviewed claim as “excellent”, 
“adequate” or “deficient” and any claims rated “deficient” will require corrective 
action(s).  If more than 5 percent of the claims in an audit or review are deficient, the 
Contractor must present a written plan for correction to the County within 30 days after 
receiving the audit results. The Plan for Correction must detail specific actions to correct 
the deficiencies within 90 calendar days. The County may modify the plan for correction 
or require additional corrective actions be added before accepting the plan. The County 
will conduct a second audit at the end of the 90-calendar day period for correction, or as 
soon thereafter as possible. 

 
h. Transition  

During the transition of services from the Incumbent to a new provider the Contractor shall: 
 

1. Continue all operations and reporting per the terms of the Contract. 
 

2. Participate actively and in good faith with the County and the new contractor, as needed, to plan 
for and carryout file transfer. 

 
3. Complete any additional transition services requested by the County by the due date determined 

by the County’s Project Officer. 
 

4. Convert and facilitate the transition of any outstanding files, including conversion of all existing 
data files and scanned documents in the desired format of the new contractor in coordination 
with County IT staff. Ensure comprehensive uninterrupted claims management continues during 
the transition.  

 
5. Collaborate with the County to communicate jointly any issues related to transfer of information, 

whether scanned or electronic. 
 

6. Within 30 days of final termination, provide an error free consolidated list of all documents 
scanned and/or electronically transferred as a result of this request. 

 
7. Provide a transition plan that meets necessary deadlines for cutover to the new contractor 

according to a schedule provided by the County.  
 

 
 
 
 
 
 
 
 
 

DocuSign Envelope ID: 8DBBB57A-DB03-4C6C-BBC1-76B80322845F



 

Contract No. 23-HRD-RFP-506 
26 

EXHIBIT B 
CONTRACT PRICING 
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Intake and Immediate Intervention Services  
Description Pricing 

Claim Intake (includes one FNOL distribution) – Per Intake $15 

Incident Only Reporting – Per Incident $37 

Advocacy 24/7 – Per Call $106 
Telehealth Services State Fee Schedule 
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Ancillary Benefit Management Services  
Description Pricing 

Medical Imaging Services State Fee Schedule 

Independent Medical Exam $300 + Physician Fee 

Physical and Occupational Therapy State Fee Schedule 

Durable Medical Equipment State Fee Schedule 

IME Peer Review – Per Hour $300 + Physician Fee 

Transportation State Fee Schedule 
Translation State Fee Schedule 

  
Medicare Agent Reporting  

Description Pricing 
Set up and engagement $3,000 

Monthly Maintenance $1,000 

Quarterly Reporting Included 
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EXHIBIT C 
CAREMC LICENSE AGREEMENT 

 

This CAREMC LICENSE AGREEMENT (the “CareMC License Agreement”) is incorporated by reference into 
the Services Agreement (the “Master Agreement”) to which it is attached.  All defined terms used herein 
and not otherwise defined shall have the meaning ascribed to such terms in the Master Agreement. 
 
1. ACCESS TO THE CAREMC APPLICATION 

A. Registration Information.  Prior to accessing the CareMC Application, Customer shall provide 
CorVel with certain registration information requested therein (“Registration Information”).  Customer 
covenants that the Registration Information Customer provides will be true, accurate, current and 
complete and will be updated as necessary.  

B. Passwords and Levels of Access. As soon as practicable after the execution of this Agreement, 
CorVel shall create a unique username and password for each individual Authorized User identified by 
Customer as requiring access to the Online Services. Customer shall then designate a group of Authorized 
Users. The group of Authorized Users (“Restricted Users”) shall have “read only” access to only the data 
available on the CareMC Site that relates to claims specific to that Authorized User and such other data 
that Customer specifically requests in writing be accessible to such Authorized User.  If Customer requires 
a second group of Authorized Users (“Non-Restricted Users”) shall have editing access to all data available 
on the CareMC Site that relates to claims specific to Customer.  Access by Individual Users and Non-
Restricted Users to data available on the CareMC Site shall be subject in all cases to any limitations 
imposed by applicable law.   

C. Personal Information Data.  Authorized Users shall have access to all data available through the 
CareMC Application, including data that constitutes or contains “Personal Information” as such term is 
defined in applicable state and federal privacy laws, but shall only have access to Personal Information to 
the extent necessary for Customer to view the claim as “read only”., and then only to those portions or 
amounts of Personal Information that are determined by CorVel, in its sole discretion, to be the minimum 
necessary for Customer to edit such claim. 

D. Security of Passwords. Customer acknowledges and agrees that it shall be solely responsible for 
(i) selecting Authorized Users, (ii) assigning the various levels of authority and access each Authorized User 
may have to the CareMC Application, Online Services and Customer Data, including by determining which 
Authorized Users shall be Non-Restricted Users, (iii) ensuring, to the extent possible, that only Authorized 
Users have access to the passwords provided by CorVel or changed by Authorized Users, (iv) implementing 
a system to control, track and account for all passwords, (v) to the extent possible, strictly maintaining the 
confidentiality and integrity of all passwords and levels of authority among Authorized Users, and (vi) 
ensuring, to the extent possible, that Authorized Users shall at all times comply with the terms and 
conditions of this Agreement.  Customer further agrees that it shall notify CorVel in writing if the security 
or integrity of a password has been compromised.  CorVel will provide reasonable cooperation to 
Customer in the event of a security breach.  Such support will include but not be limited to suspending 
service for passwords whose security or integrity has been violated.  Passwords may be changed at any 
time by Authorized Users and must be changed at least once every ninety (90) days.  

E. Customer Data. Responsibility for ensuring that the content and data provided by or for Customer 
(“Customer Data”) to be entered into the CareMC Application by CorVel is accurate and reflects 
Customer’s requirements lies solely with Customer. All data generated by and through Customer’s use of 
the CareMC Application and Online Services shall reside on CorVel’s server. CorVel reserves the right to 
temporarily suspend access to any Customer Data that it determines, in its sole discretion, violates the 
terms and conditions of this CareMC License Agreement or any applicable laws.  

F. Customer Representations.  Customer represents that (i) it has the legal authority to provide the 
Customer Data to CorVel hereunder, and (ii) it is fully aware and knowledgeable of and shall comply with 
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its duties and responsibilities with respect to the privacy and confidentiality of medical records and 
protected health information under applicable federal and state laws, including but not limited to those 
imposed by applicable state and federal privacy laws.  Upon written notice to Customer, CorVel may 
modify or temporarily suspend Customer’s access to and use of the CareMC Application, Online Services 
and/or CareMC Site as necessary to comply with any law or regulation. 

 
2. LICENSE AND RESTRICTIONS 

A. Limited License.  Subject to the terms and conditions of this CareMC License Agreement, CorVel 
grants to Customer during the License Term (as defined in Section 5A below) a limited, non-exclusive, non-
transferable, non-sublicensable license to access and use, and allow Authorized Users to access and use, 
the CareMC Application via the CareMC Site solely for Customer’s own internal business use and 
operations. Customer shall access and use the CareMC Application in accordance with the user’s guides 
and online instruction provided to Customer by CorVel (“Documentation”) and all applicable laws, 
statutes, rules and regulations.  

B. Restrictions. Customer shall not, and shall not allow Authorized Users or any third party to (i) rent, 
lease, re-license or otherwise provide access to the CareMC Application or Online Services to any third 
party, (ii) alter, modify or create derivative works of the CareMC Application, (iii) use any reverse 
compilation, decompilation or disassembly techniques or similar methods to determine any design 
structure, concepts and construction method of the CareMC Application or replicate the functionality of 
the CareMC Application for any purpose, or (iv) copy the CareMC Application or any content, materials, 
information and other data provided by CorVel on the CareMC Site or used in providing the Online Services 
(“CorVel Content”) and/or Documentation without CorVel’s prior written consent. 

C. Third Parties.  Except as required by law, Customer shall not allow any third party to have access 
to the CareMC Application or Online Services without prior written consent of CorVel.  

D. Ownership and Changes.  CorVel owns and shall retain all right, title and interest in and to the 
CareMC Application, Documentation, CareMC Site, Online Services, CorVel Content and any intellectual 
property rights inherent therein or arising therefrom.  In addition to CorVel’s rights in the individual 
elements of the CorVel Content, CorVel owns a copyright in the selection, coordination, arrangement and 
enhancement of the CorVel Content.  Neither Customer nor any Authorized User shall obtain any 
ownership rights, express or implied, or any other rights other than those expressly set forth herein in the 
CareMC Application, Documentation or CorVel Content.  CorVel reserves the right, at any time in its sole 
discretion and without liability to Customer, to delete or change features of the CareMC Application, 
CareMC Site or Online Services provided such changes do not materially alter the functionality of the 
CareMC Application. 

E. Compliance Monitoring and Audits.  CorVel may monitor and perform remote audits of 
Customer’s use of the CareMC Application and CareMC Site for the purpose of verifying that Customer 
and Authorized Users are using the CareMC Application in compliance with the terms of this CareMC 
License Agreement.  CorVel reserves the right to temporarily suspend Customer’s or any Authorized User’s 
access to the CareMC Application in the event Customer or such Authorized User engages in, or CorVel in 
good faith suspects is engaged in, any unauthorized conduct.  

 
3. INFRASTRUCTURE, MAINTENANCE AND SUPPORT 

A. CorVel Infrastructure Obligations.  Subject to Customer’s compliance with the terms and 
conditions of this CareMC License Agreement, CorVel shall be responsible for providing and maintaining 
the hardware, software and other equipment required to host the CareMC Application for Customer 
(“CareMC Infrastructure”). The CareMC Infrastructure is subject to modification by CorVel from time to 
time for purposes such as adding new functionality, maximizing operating efficiency and upgrading 
hardware, provided such modifications shall not in the aggregate degrade the performance of the Online 
Services utilized by Customer. Customer acknowledges and agrees that such modifications may require 
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changes to Customer’s Internet access and/or telecommunications infrastructure to maintain Customer’s 
desired level of performance. CorVel shall give Customer reasonable prior written notice of any required 
modifications. 

B. Customer Infrastructure Obligations.  Except for the CareMC Infrastructure, which will be 
provided by CorVel, Customer shall be responsible for obtaining and maintaining all hardware, software, 
equipment, Internet access and/or telecommunications services and other items or services furnished by 
third party venders or providers (“Third Party Providers”) required to enable Customer to access and use 
the CareMC Application and CareMC Site as contemplated hereunder.   

C. Support. CorVel will provide general support regarding questions on the CareMC Application via 
email and by telephone from Monday through Friday between the hours of 5:00 a.m. and 6:00 p.m. Pacific 
Standard Time, excluding holidays. 

D. Scheduled Maintenance.  CorVel will use reasonable efforts to (i) perform any scheduled 
downtime outside of Customer’s normal business hours, (ii) notify Customer of all scheduled downtimes 
at least seventy-two (72) hours in advance, and (iii) perform software updates to the CareMC Application 
with minimal disruption to Customer’s use of the Online Services. 

E. System Monitoring.  CorVel will use reasonable efforts to continuously monitor its web servers 
and database servers to ensure that they are functioning properly.   

F. Security.  CorVel will implement and use reasonable efforts to maintain secure systems through 
the use of firewalls, virtual private networks (VPN) and other security technologies.  Any security violations 
that affect the data of Customer will be reported to Customer as pursuant to applicable state and federal 
security laws. 

G. Disaster Recovery and Backup.  CorVel will use reasonable efforts to perform nightly backups of 
essential data on its web servers and database servers. CorVel has implemented third party backup and 
restoration technology to enable high speed recovery of data.  CorVel utilizes redundant load balanced 
industry standard servers and Cloud Computing Platform and Services provided by Microsoft for 24x7, 
365 day access, except for regularly scheduled system maintenance and upgrade processes. SQL Server 
databases are hosted on clustered servers offering fall-over capability, redundant communication links, 
and load balanced application servers.  Backup tapes are restored into a test environment not less than 
quarterly to confirm validity of backups.  The CareMC Site has redundant inbound Internet and Intranet 
connectivity. 

 
4. APPLICATION SPECIFIC DISCLAIMERS 

A. Disclaimers. TO THE EXTENT ALLOWED BY APPLICABLE LAW, EXCEPT FOR THE LIMITED 
WARRANTIES DESCRIBED IN THE MASTER AGREEMENT, CORVEL MAKES NO OTHER WARRANTIES, 
EXPRESS, IMPLIED OR STATUTORY, AND EXPRESSLY DISCLAIMS ANY IMPLIED WARRANTIES OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, GOOD TITLE, AND SATISFACTORY QUALITY. 

B. Internet Usage. Customer acknowledges that the Internet is essentially an unregulated, insecure 
and unreliable environment, and that the ability of Customer to access and use the CareMC Application is 
dependent on the Internet and hardware, software and services provided by various Third-Party 
Providers.  CORVEL SHALL NOT BE RESPONSIBLE FOR CUSTOMER’S INABILITY TO ACCESS OR USE THE 
CAREMC APPLICATION TO THE EXTENT CAUSED BY FAILURES OR INTERRUPTIONS OF ANY HARDWARE, 
SOFTWARE OR SERVICES PROVIDED BY CUSTOMER OR THIRD-PARTY PROVIDERS. 

C. CareMC Application. CUSTOMER ACKNOWLEDGES AND AGREES THAT CORVEL DOES NOT 
WARRANT THAT THE CAREMC APPLICATION OR ONLINE SERVICES ARE ERROR FREE, THAT CUSTOMER 
WILL BE ABLE TO ACCESS OR USE THE CAREMC APPLICATION OR ONLINE SERVICES WITHOUT PROBLEMS 
OR INTERRUPTIONS, OR THAT THE CAREMC SITE AND CAREMC APPLICATION ARE NOT SUSCEPTIBLE TO 
INTRUSION, ATTACK OR COMPUTER VIRUS INFECTION. 

 
5. LICENSE TERM AND TERMINATION AS PURSUANT TO MASTER AGREEMENT 
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EXHIBIT D 
END USER LICENSE AGREEMENT                                                                                                                  

Terms are non-negotiable 
 

System access by Customer’s claimants shall provide claimants an opportunity to (i) review the current 
status of their individual claim, (ii) share pain level data with their healthcare provider by taking a Pain 
Level Survey, (iii) receive Electronic Funds Transfer (“EFT”) direct deposit transactions with respect to 
claims, and (iv) utilize other functions designed to assist users in interactions with their health plan and 
healthcare providers (the “App Services”).  For access by Customer claimant, such Customer claimant 
will be required to have a smartphone, including but not limited to an Apple smartphone or Android 
smartphone or other smartphone device with such access capabilities.  Customer acknowledges the 
terms of Attachment A hereunder, which shall be a part of the My Care App and which shall apply only 
to Customer’s claimants, (“End User” or “Claimant”).   The My Care App is at no costs to Customer for 
these Services.  
  

PLEASE READ THIS LICENSE AGREEMENT BEFORE USING THE APP. USE OF THE APP INDICATES END 
USER’S ACCEPTANCE OF THIS END USER LICENSE AGREEMENT. IF END USER DOES NOT AGREE WITH 
THE TERMS, END USER SHOULD NOT USE THE APP. 

1. License Grant; License Restrictions.  Either of CorVel Enterprise Comp, Inc. or CorVel Healthcare 
Corporation, as applicable, (“CorVel”) provides the mobile software application program and user 
manual(s) or help files contained therein, and any modifications, updates, revisions, or enhancements 
thereto received by End User from CorVel (collectively, the "App"), and licenses its use solely pursuant 
to the terms stated below: 

a. End User is granted a nontransferable license to use the App under the terms stated in this 
Agreement for personal use. End User may not use the App for commercial purposes.  Title and 
ownership of the App and of the copyright in the App remains with CorVel; 

b. The App may be used by End User on a single mobile device, which End User owns or uses and for 
which the App is designed to operate; 

c. End User may not make copies, translations, or modifications of or to the App. End User may not 
alter, obscure, or remove the copyright notice on any copy of the App; 

d. End User may not assign, sell, distribute, lease, rent, sublicense, or transfer the App or this license 
or disclose the App to any other person. End User may not reverse-engineer, disassemble, or 
decompile the App or otherwise attempt to discover the source code or structural framework of the 
App; and 

e. CorVel may terminate this Agreement and the license granted hereunder at any time.  This 
Agreement and the license granted hereunder automatically terminates if End User fails to comply 
with any provision of this Agreement. End User agrees upon termination to: (i) cease using the App 
and providing or accessing any data or information by or through the App, and (ii) destroy the App, 
together with all copies, modifications, and merged portions in any form, including any copy on End 
User’s mobile device or on any computer. 

2. Limited Warranty. The App is provided "AS IS" and with all faults.  NO WARRANTIES ARE EXPRESSED 
AND NONE SHALL BE IMPLIED. CORVEL SPECIFICALLY EXCLUDES ANY IMPLIED WARRANTIES OF 
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MERCHANTABILITY, AND FITNESS FOR A PARTICULAR PURPOSE. CORVEL DOES NOT WARRANT THAT 
USE OF THE APP WILL BE UNINTERRUPTED OR ERROR-FREE. 

3. Maintenance & Support.  The App is maintained by CorVel or its subcontractors.  From time to 
time, CorVel may provide modifications, updates, revisions, or enhancements, all of which are offered 
pursuant to the terms and conditions of this Agreement.  CorVel does not provide support to End 
Users.  All support requests should be directed at End User’s employer or other person responsible to 
manage End User’s claims and not at CorVel. 

4. Consent to use Data.  All data or information submitted by End User through the App shall be used 
by CorVel in accordance with CorVel’s Privacy Policy posted at: http://www.corvel.com/privacy-
policy/   

5. Limitations of Liability (End User). IN NO EVENT WILL CORVEL'S LIABILITY FOR ACTUAL DIRECT 
DAMAGES ARISING OUT OF THIS AGREEMENT OR THE USE OR PERFORMANCE OF THE APP EXCEED 
$100. IN NO EVENT WILL CORVEL BE LIABLE FOR ANY LOST PROFITS, SALES, BUSINESS, DATA, COSTS 
OF PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES OR ANY INDIRECT, SPECIAL, INCIDENTAL, OR 
CONSEQUENTIAL DAMAGES RESULTING FROM THE USE OF THE APP OR OTHERWISE ARISING FROM 
THIS AGREEMENT, AND NOTWITHSTANDING ANY FAILURE OF ESSENTIAL PURPOSE OF ANY LIMITED 
REMEDY. The parties agree that the above limits represent a reasonable allocation of risk. 

6. Governing Law; Exclusive Jurisdiction.  This Agreement is governed by the laws of California.  End 
User agrees that the federal or state courts sitting in State of California, shall be the exclusive courts 
of jurisdiction and venue for any litigation, special proceeding or other proceeding as between the 
parties that may be brought, or arise out of, or in connection with, or by reason of this Agreement.  
The United Nations Convention on Contracts for the International Sale of Goods is expressly 
disclaimed. 

7. Indemnification (End User).  End User shall defend, indemnify and hold harmless CorVel from and 
against damages, liabilities and reasonable costs and expenses, including reasonable legal fees arising 
out of or relating to: (i) End User’s use of the App in violation of the terms of this Agreement, (ii) data 
or content included in or omitted from content and data input into the App by End User or any other 
third party using End User’s mobile device, and (iii) any claim by an employee of End User or End 
User’s insureds brought against CorVel due to the recommendations made by CorVel through the 
App. 

8. Disclaimer. CorVel shall not be responsible or liable for any third-party claims arising from the 
negligent acts, errors, omissions, willful misconduct or fraud caused by End User in connection with 
its use of the App or otherwise attributable this Agreement. 

9. Assignment. End User may not assign any of End User’s rights or delegate any of End User’s 
obligations under this Agreement without the prior written consent of CorVel. Subject to the 
foregoing, this Agreement will bind and inure to the benefit of the parties, their respective successors 
and permitted assigns.  

10. Notice. All notices required to be sent hereunder shall be in writing and shall be deemed to have 
been given when mailed by first class mail to the address listed below.  

11. Severability. If any provision of this Agreement is held to be invalid or unenforceable, the 
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remaining provisions of this Agreement will remain in full force.  

12. Waiver. The waiver by either party of a breach of any provision of this Agreement or the failure 
by either party to exercise any right hereunder shall not operate or be construed as a waiver of any 
subsequent breach of that right or as a waiver of any other right.  

13. Export Administration. End User agrees to comply fully with all relevant export laws and 
regulations of the United States ("Export Laws") to assure that neither the App nor any direct product 
thereof is (1) exported, directly or indirectly, in violation of Export Laws; or (2) are used for any 
purposes prohibited by the Export Laws, including, without limitation, nuclear, chemical, or biological 
weapons proliferation.  

14. Entire Agreement. This Agreement shall constitute the complete agreement between the parties 
and supersede all prior or contemporaneous agreements or representations, written or oral, 
concerning the subject matter of this Agreement. This Agreement may not be modified or amended 
except in writing signed by a duly authorized representative of each party; no other act, document, 
usage or custom shall be deemed to amend or modify this Agreement. 

15. Survival. The provisions of Sections 2, 3, 4, 5, 6, 7, 8, 9, 10, 11, 12, 13 and 14 shall survive the 
termination of this Agreement.   

Copyrights  

Copyright © 2014 CorVel.   All rights reserved.  

This documentation and the corresponding App are the property of CorVel and are licensed to the 
user under the terms of this End User License Agreement. Unauthorized use or copying of the App, 
documentation, or any other associated materials is a violation of state and federal laws. These 
materials must be returned to CorVel if so demanded. 
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EXHIBIT E 
 CLAIM REVIEW FORM 

 

Coverage (i.e., WC, GL, AL) Policy Dates: 

Policy Number: Loss Run valued as of: 

Claim Number: Date of Loss: 

Claimant: D.O.B./Age: 

Location: 

Description of Accident/Injuries: 

Claimant Attorney: 

Amounts Paid to Date: 
Medical/B.I. Indemnity/P.D. 
$ $  

 
 Expense Total Paid 
 $ $ 

Current Reserves (INCLUDING AMOUNTS PAID): 

Medical/B.I. Indemnity/P.D. 
$ $ 

 Expense                   Total Reserves 
 $ $ 

Current Status: 

Recommended Action: 

Third Party Sources of Recovery: 

Authority/Additional Information Needed from Arlington County: 

Projected Closing Date: 
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EXHIBIT F 
BUSINESS ASSOCIATE AGREEMENT 

 
This Business Associate Agreement is applicable to the provision by CorVel Enterprise Comp, Inc. 
(“CorVel”) to the County  of claims adjusting services for group health claims that contain personal health 
information, as detailed below (hereafter referred to as “Business Associate”) and the County Board of 
Arlington County, Virginia (hereafter referred to as “Covered Entity” or “County”) (collectively “the 
parties”) and is hereby made a part of any Underlying Agreement for goods or services entered into 
between the parties.  
 

Recitals 
 
The County provides services to its residents and employees which may cause it or others under its 
direction or control to serve as covered entities for purposes of the Health Insurance Portability and 
Accountability Act of 1996 (HIPAA). 
 
The County, in its capacity as a covered entity, may provide Business Associate with certain information 
that may include Protected Health Information (PHI), so that Business Associate may perform its 
responsibilities pursuant to its Underlying Agreement(s) with and on behalf of County. 
 
Covered Entity and Business Associate intend to protect the privacy of PHI and provide for the security of 
any electronic PHI received by Business Associate from Covered Entity, or created or received by Business 
Associate on behalf of Covered Entity in compliance with HIPAA; in compliance with regulations 
promulgated pursuant to HIPAA, at 45 CFR Parts 160 and Part 164; and in compliance with applicable 
provisions of the Health Information Technology for Economic and Clinical Health Act, as incorporated in 
the American Recovery and Reinvestment Act of 2009 (the “HITECH Act”) and any applicable regulations 
and/or guidance issued by the U.S. Department of Health and Human Services (“DHHS”) with respect to 
the HITECH Act (collectively “federal law”). 
 
WHEREAS, federal law and the specific regulations promulgated pursuant to HIPAA at 45 CFR § 164.314, 
45 CFR § 164-502(e) and 45 CFR § 164.504(e) require a Covered Entity to enter into written agreements 
with all Business Associates (hereinafter “Business Associate Agreement”); 
 
WHEREAS, the parties agree to comply with HIPAA and desire to secure and protect such PHI from 
unauthorized disclosure;  
 
THEREFORE, Business Associate and Covered Entity, intending to be legally bound, agree as follows. The 
obligations, responsibilities and definitions may be changed from time to time as determined by federal 
law and such changes are incorporated herein as if set forth in full text: 

 
1) Definitions 

The capitalized terms used in this Business Associate Agreement shall have the meaning set out 
below:  
 
a) Accounting. "Accounting" means a record of disclosures of protected health information made by 

the Business Associate.  
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b) Breach. “Breach” means the acquisition, access, use, or disclosure of protected health 
information in a manner not permitted by this Business Associate Agreement and/or by HIPAA, 
which compromises the security or privacy of the protected health information. For purposes of 
this Business Associate Agreement, any unauthorized acquisition, access, use, or disclosure of 
protected health information shall be presumed to be a breach.  
 

c) Business Associate. “Business Associate” means a person who creates, receives, maintains, or 
transmits protected health information on behalf of a Covered Entity to accomplish a task 
regulated by HIPAA and not as a member of the Covered Entity's workforce. A Business Associate 
shall include, but is not limited to, a non-workforce person/entity who performs data 
processing/analysis/transmission, billing, benefit management, quality assurance, legal, actuarial, 
accounting, administrative and/or financial services on behalf of the Covered Entity involving 
protected health information. A Business Associate also includes a subcontractor.  

 
d) Covered Entity. “Covered Entity” means a health plan, a health care clearinghouse, and/or a 

health care provider who transmits any health information in electronic form in connection with 
an activity regulated by HIPAA. 

 
e) Data Aggregation. "Data Aggregation" means, with respect to PHI created or received by Business 

Associate in its capacity as the Business Associate of Covered Entity, the combining of such PHI by 
the Business Associate with the PHI received by the Business Associate in its capacity as a Business 
Associate of another covered entity, to permit data analyses that relate to the health care 
operations of the respective covered entities.  

 
f) Designated Record Set. “Designated Record Set” means all records, including medical, 

enrollment, billing, payment, claims, and/or case management maintained by and/or for a 
Covered Entity.  

 
g) Discovery. "Discovery" shall mean the first day an unauthorized use or disclosure is known or 

reasonably should have been known by Business Associate, including when it is or should have 
been known by any person other than the person who engaged in the unauthorized 
use/disclosure who is an employee, officer, or agent of Business Associate.  

 
h) Electronic Protected Health Information. “Electronic Protected Health Information” means 

individually identifiable health information that is transmitted by or maintained in electronic 
media.  

 
i) HIPAA. “HIPAA” means the Health Insurance Portability and Accountability Act of 1996 as in effect 

and/or as amended. 
 
j) HITECH Act. “HITECH Act” means the portions of the Health Information Technology for Economic 

and Clinical Health Act which serve as amendments to HIPAA. HITECH is included within the 
definition of HIPAA unless stated separately.  

 
k) Individual. “Individual” means the person who is the subject of protected health information 

and/or a person who would qualify as a personal representative of the person who is the subject 
of protected health information.  
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l) Protected Health Information. “Protected Health Information" or “PHI” means individually 
identifiable health information transmitted and/or maintained in any form.  

m) Remuneration. "Remuneration" means direct or indirect payment from or on behalf of a third 
party.  

 
n) Required By Law. “Required By Law” means an activity which Business Associate is required to do 

or perform based on the provisions of state and/or federal law.  
 

o) Secretary. “Secretary” means the Secretary of the Department of Health and Human Services or 
the Secretary’s designee. 

 
p) Security Incident. “Security Incident” means the attempted or successful unauthorized access, 

use, disclosure, modification, or destruction of information or interference with system 
operations in an information system.  

 
q)  Underlying Agreement. “Underlying Agreement” means the County contract for goods or services 

made through the County’s procurement office which the parties have entered into and which 
the County has determined requires the execution of this Business Associate Agreement.  

 
r) Unsecured Protected Health Information. “Unsecured Protected Health Information” means 

protected health information that is not rendered unusable, unreadable, or indecipherable to 
unauthorized persons through the use of a technology or methodology approved by the 
Secretary.  

 
2) Obligations and Activities of Business Associate 

a) Business Associate acknowledges and agrees that it is obligated by law (or upon the effective date 
of any portion thereof shall be obligated) to meet the applicable provisions of HIPAA and such 
provisions are incorporated herein and made a part of this Business Associate Agreement. 
Covered Entity and Business Associate agree that any regulations and/or guidance issued by DHHS 
with respect to HIPAA that relate to the obligations of business associates shall be deemed 
incorporated into and made a part of this Business Associate Agreement. 

 
b) In accordance with 45 CFR §164.502(a)(3), Business Associate agrees not to use or disclose PHI 

other than as permitted or required by this Business Associate Agreement or as Required by Law. 
 
c) Business Associate agrees to develop, implement, maintain and use appropriate administrative, 

technical, and physical safeguards that reasonably prevent the use or disclosure of PHI other than 
as provided for by this Business Associate Agreement, in accordance with 45 CFR §§164.306, 310 
and 312. Business Associate agrees to develop, implement, maintain and use administrative, 
physical, and technical safeguards that reasonably and appropriately protect the confidentiality, 
integrity, and availability of Electronic PHI, in accordance with 45 CFR §§164.306, 308, 310, and 
312. In accordance with 45 CFR §164.316, Business Associate shall also develop and implement 
policies and procedures and meet the documentation requirements as and at such time as may 
be required by HIPAA. 

 
d) Business Associate agrees to mitigate, to the extent practicable, any harmful effect that is known 

to Business Associate, of a use or disclosure of PHI by Business Associate in violation of the 
requirements of this Business Associate Agreement. 
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e) In accordance with 45 CFR §§164.308, 314 and 502, Business Associate will ensure that any 
workforce member or agent, including a vendor or subcontractor, whom Business Associate 
engages to create, receive, maintain, or transmit PHI on Business Associate’s behalf, agrees to the 
same restrictions and conditions that apply through this Business Associate Agreement to 
Business Associate with respect to such information, including minimum necessary limitations. 
Business Associate will ensure that any workforce member or agent, including a vendor or 
subcontractor, whom Business Associate engages to create, receive, maintain, or transmit PHI on 
Business Associate’s behalf, agrees to implement reasonable and appropriate safeguards to 
ensure the confidentiality, integrity, and availability of the PHI.  
 

f) At the request of Covered Entity, Business Associate will provide Covered Entity, or as directed by 
Covered Entity, an Individual, access to PHI maintained in a Designated Record Set in a time and 
manner that is sufficient to meet the requirements of 45 CFR § 164.524, and, where required by 
HIPAA, shall make such information available in an electronic format where directed by the 
Covered Entity. 
 

g) At the written request of Covered Entity, (or if so directed by Covered Entity, at the written 
request of an Individual), Business Associate agrees to make any amendment to PHI in a 
Designated Record Set, in a time and manner that is sufficient to meet the requirements of 45 
CFR § 164.526. 
 

h) In accordance with 45 CFR §164.504(e)(2), Business Associate agrees to make its internal 
practices, books, and records, including policies and procedures, and any PHI, relating to the use 
and disclosure of PHI, available to the Secretary for purposes of determining compliance with 
applicable law. Business Associate will provide such access to the Secretary in a time and manner 
that is sufficient to meet any applicable requirements of applicable law. 
 

i) Business Associate agrees to document and maintain a record of disclosures of PHI and 
information related to such disclosures, including the date, recipient and purpose of such 
disclosures, in a manner that is sufficient for Covered Entity or Business Associate to respond to a 
request by Covered Entity or an Individual for an Accounting of disclosures of PHI and in 
accordance with 45 CFR § 164.528. Business Associate further shall provide any additional 
information where required by HIPAA and any implementing regulations. Unless otherwise 
provided under HIPAA, Business Associate will maintain the Accounting with respect to each 
disclosure for at least six years following the date of the disclosure. 
 

j) Business Associate agrees to provide to Covered Entity upon written request, or, as directed by 
Covered Entity, to an Individual, an Accounting of disclosures in a time and manner that is 
sufficient to meet the requirements of HIPAA, in accordance with 45 CFR §164.528. In addition, 
where Business Associate is contacted directly by an Individual based upon information provided 
to the Individual by Covered Entity and where so required by HIPAA and/or any implementing 
regulations, Business Associate shall make such Accounting available directly to the Individual. 
 

k) In accordance with 45 CFR §164.502(b), Business Associate agrees to make reasonable efforts to 
limit use, disclosure, and/or requests for PHI to the minimum necessary to accomplish the 
intended purpose of the use, disclosure, or request. Where required by HIPAA, Business Associate 
shall determine (in its reasonable judgment) what constitutes the minimum necessary to 
accomplish the intended purpose of a disclosure. 
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l) In accordance with 45 CFR §502(a)(5), Business Associate shall not directly or indirectly receive 
remuneration in exchange for any PHI of an Individual, except with the express written pre-
approval of Covered Entity.  

 
m)  To the extent Business Associate is to carry out one or more obligation(s) of the Covered Entity’s 

under Subpart E of 45 CFR Part 164, Business Associate shall comply with the requirements of 
Subpart E that apply to the Covered Entity in the performance of such obligation(s). 

 
n) In accordance with 45 CFR §164.314(a)(1)(i)(C), Business Associate agrees to report to Covered 

Entity within 72 hours any Security Incident of which Business Associate becomes aware. 
 

o) In accordance with 45 CFR §164.410 and the provisions of this Business Associate Agreement, 
Business Associate will report to Covered Entity, following Discovery and without unreasonable 
delay, but in no event later than five business days following Discovery, any Breach of Unsecured 
Protected Health Information. Business Associate shall cooperate with Covered Entity in 
investigating the Breach and in meeting Covered Entity’s obligations under HIPAA and any other 
applicable security breach notification laws, including, but not limited to, providing Covered Entity 
with such information in addition to Business Associate’s report as Covered Entity may reasonably 
request, e.g., for purposes of Covered Entity making an assessment as to whether/what Breach 
Notification is required.    

 
Business Associate’s report under this subsection shall, to the extent available at the time the 
initial report is required, or as promptly thereafter as such information becomes available but no 
later than 30 days from discovery, include: 
 

1. The identification (if known) of each Individual whose Unsecured Protected Health 
Information has been, or is reasonably believed by Business Associate to have been, 
accessed, acquired, or disclosed during such Breach; 

 
2. A description of the nature of the unauthorized acquisition, access, use, or disclosure, 

including the date of the Breach and the date of discovery of the Breach; 
 
3. A description of the type of Unsecured PHI acquired, accessed, used or disclosed in the 

Breach (e.g., full name, Social Security number, date of birth, etc.); 
 
4. The identity of the individual(s) who made and who received the unauthorized acquisition, 

access, use or disclosure; 
5. A description of what Business Associate is doing to investigate the Breach, to mitigate 

losses, and to protect against any further breaches; and  
 
6. Contact information for Business Associate’s representatives knowledgeable about the 

Breach.  
 

p) Business Associate shall maintain for a period of six years all information required to be 
reported under paragraph "o". This records retention requirement does not in any manner 
change the obligation to timely disclose all required information relating to a non-permitted 
acquisition, access, use or disclosure of Protected Health Information to the County Privacy 
Officer and the County Project Officer or designee five business days following Discovery.  
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3) Permitted Uses and Disclosures by Business Associate 
Except as otherwise limited in this Business Associate Agreement, Business Associate may use or 
disclose PHI, consistent with HIPAA, as follows: 
 
a) Business Associate may use or disclose PHI as necessary to perform functions, activities, or 

services to or on behalf of Covered Entity under any service agreement(s) with Covered Entity, 
including Data Aggregation services related to the health care operations of Covered Entity, if 
called for in the Underlying Agreement, if Business Associate’s use or disclosure of PHI would not 
violate HIPAA if done by Covered Entity. 

 
b) Business Associate may use PHI for the proper management and administration of Business 

Associate or to carry out the legal responsibilities of Business Associate. 
 

c) Business Associate may disclose PHI for the proper management and administration of Business 
Associate if: 
 

1. Disclosure is Required by Law;  
 
2. Business Associate obtains reasonable assurances from the person to whom the PHI is 

disclosed that the PHI will remain confidential, and will be used or further disclosed only as 
Required By Law or for the purpose for which it was disclosed, and the person agrees to 
promptly notify Business Associate of any known breaches of the PHI’s confidentiality; or 

 
3. Disclosure is pursuant to an order of a Court or Agency having jurisdiction over said 

information. 
 

d) Business Associate may use PHI to report violations of law to appropriate Federal and State 
authorities, consistent with 45 CFR § 164.502(j)(1). 
 

4)  Obligations of Covered Entity 
a) Covered Entity will notify Business Associate of any limitations on uses or disclosures described in 

its Notice of Privacy Practices (NOPP). 
 

b) Covered Entity will notify Business Associate of any changes in, or revocation of, permission by an 
Individual to use or disclose PHI, to the extent that such changes or revocation may affect Business 
Associate's use or disclosure of PHI. 

c) Covered Entity will notify Business Associate of any restriction of the use or disclosure of PHI, to 
the extent that such restriction may affect Business Associate’s use or disclosure of PHI. 
 

d) Covered Entity will notify Business Associate of any alternative means or locations for receipt of 
communications by an Individual which must be accommodated or permitted by Covered Entity, 
to the extent that such alternative means or locations may affect Business Associate’s use or 
disclosure of PHI. 
 

e) Except as otherwise provided in this Business Associate Agreement, Covered Entity will not ask 
Business Associate to use or disclose PHI in any manner that would not be permissible under 
HIPAA if such use and/or disclosure was made by Covered Entity. 
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5)  Term, Termination and Breach 
a) This Business Associate Agreement is effective when fully executed and will terminate when all of 

the PHI provided by Covered Entity to Business Associate or created or received by Business 
Associate on behalf of Covered Entity, is destroyed or returned to Covered Entity, including any 
material provided to subcontractors. If it is infeasible to return or destroy all PHI, protections are 
extended to such information, in accordance with the Section 5(d) and 5(e) below. 

 
b) Upon Covered Entity’s determination that Business Associate has committed a violation or 

material breach of this Business Associate Agreement, and in Covered Entity's sole discretion, 
Covered Entity may take any one or more of the following steps: 
 

1. Provide an opportunity for Business Associate to cure the breach or end the violation, and 
if Business Associate does not cure the Breach or end the violation within a reasonable time 
specified by Covered Entity, terminate this Business Associate Agreement; 

 
2. Immediately terminate this Business Associate Agreement if Business Associate has 

committed a material breach of this Business Associate Agreement and cure of the material 
breach is not feasible; or, 

 
3. If neither termination nor cure is feasible, elect to continue this Business Associate 

Agreement and report the violation or material breach to the Secretary. 
 

c)  If Business Associate believes Covered Entity has failed to fulfill any of its duties under this 
Business Associate Agreement, Business Associate will promptly notify Covered Entity as to same 
and Covered Entity shall promptly address the matter with Business Associate.  
 

d) Except as provided in Section 5(e) upon termination of this Business Associate Agreement for any 
reason, Business Associate will return or destroy, at the discretion of Covered Entity, all PHI 
received from Covered Entity or created or received by Business Associate on behalf of Covered 
Entity. This provision will also apply to PHI that is in the possession of workforce members, 
subcontractors, or agents of Business Associate. Neither Business Associate, nor any workforce 
member, subcontractor, or agent of Business Associate, will retain copies of the PHI. 
 

e) If Business Associate determines that returning or destroying all or part of the PHI received or 
created by and/or on behalf of Covered Entity is not feasible, Business Associate will notify 
Covered Entity of the circumstances making return or destruction infeasible. If Covered Entity 
agrees that return or destruction is infeasible, then Business Associate will extend the protections 
of this Business Associate Agreement to such PHI and limit further uses and disclosures of such 
PHI to those purposes that make the return or destruction infeasible, for so long as Business 
Associate maintains such PHI. Business Associate further agrees to retain the minimum necessary 
PHI to accomplish those tasks/responsibilities which make return and/or destruction infeasible.  

 
6)  Miscellaneous 

a) Covered Entity and Business Associate agree to take any action necessary to amend this Business 
Associate Agreement from time to time as may be necessary for Covered Entity or Business 
Associate to comply with the requirements of HIPAA, and/or any other implementing regulations 
or guidance. 
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b)  Notwithstanding the expiration or termination of this Business Associate Agreement or any 
Underlying Agreement, it is acknowledged and agreed that those rights and obligations of 
Business Associate which by their nature are intended to survive such expiration or termination 
shall survive, including, but not limited to, Sections 5(d) and 5(e) herein. 
 

c) In the event the terms of this Business Associate Agreement conflict with the terms of any other 
agreement between Covered Entity and Business Associate or the Underlying Agreement, then 
the terms of this Business Associate Agreement shall control. 
 

d) Notices and requests provided for under this Business Associate Agreement will be made in writing to 
Covered Entity, delivered by hand-delivery, overnight mail or first-class mail, postage prepaid at: 

 
(1) Marcy Foster,  
Arlington County Privacy Officer 
2100 Clarendon Blvd., Suite 511 
Arlington, Virginia 22201 
 
(2) MinhChau Corr 
County Attorney 
2100 Clarendon Blvd., Suite 511 
Arlington, Virginia 22201 
 
(3) Teresa Elkins, 
County Project Officer 
2100 Clarendon Blvd., Suite 511 
Arlington, Virginia 22201 
 

Notice and requests provided for under this Business Associate Agreement will be made in writing 
in the manner described above to Business Associate at: 
 
   CorVel Enterprise Comp, Inc.  
   Attn: Legal Department 
   1920 Main Street Suite 900  
   Irvine, California 92614 
 

e) Covered Entity will have the right to inspect any records of Business Associate or to audit Business 
Associate to determine whether Business Associate is in compliance with the terms of this 
Business Associate Agreement. However, this provision does not create any obligation on the part 
of Covered Entity to conduct any inspection or audit. Covered Entity shall not otherwise have 
access to audit Business Associate’s software systems, facilities, policies, processes, or 
procedures. 

 
f) Nothing in this Business Associate Agreement shall be construed to create a partnership, joint 

venture, or other joint business relationship between the parties or any of their affiliates, or a 
relationship of employer and employee between the parties. Rather, it is the intention of the 
parties that Business Associate shall be an independent contractor. 
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g) Nothing in this Business Associate Agreement provides or is intended to provide any benefit to 
any third party. 

 
h) The Business Associate will indemnify and hold harmless Arlington County, its elected officials, 

officers, directors, employees and/or agents from and against any employee, federal 
administrative action or third party claim or liability, including attorneys’ fees and costs, arising 
out of or in connection with the Business Associate’s violation (or alleged violation) and/or any 
violation and/or alleged violation by Business Associate's workforce, agent/s, or subcontractor/s 
of the terms of this Business Associate Agreement, federal law, HIPAA, the HITECH Act, and/or 
other implementing regulations or guidance or any associated audit or investigation. 

 
The obligation to provide indemnification under this Business Associate Agreement shall be 
contingent upon the party seeking indemnification providing the indemnifying party with written 
notice of any claim for which indemnification is sought. Any limitation of liability provisions 
contained in the Underlying Agreement do not supersede, pre-empt, or nullify this provision or 
the Business Associate Agreement generally.  
 
This indemnification shall survive the expiration or termination of this Business Associate 
Agreement or the Underlying Agreement. 

 
i) Any ambiguity in this Business Associate Agreement shall be resolved to permit the parties to 

comply with HIPAA, its implementing regulations, and associated guidance. The sections, 
paragraphs, sentences, clauses, and phrases of this Business Associate agreement are severable. 
If any phrase, clause, sentence, paragraph, or section of this Business Associate Agreement is 
declared invalid by a court of competent jurisdiction, such invalidity shall not affect any of the 
remaining phrases, clauses, sentences and sections of this Business Associate Agreement. 
 

j) If any dispute or claim arises between the parties with respect to this Business Associate 
Agreement, the parties will make a good faith effort to resolve such matters informally, it being 
the intention of the parties to reasonably cooperate with each other in the performance of the 
obligations set forth in this Business Associate Agreement. The Dispute Resolution clause of the 
Underlying Agreement ultimately governs if good faith efforts are unsuccessful. 
 

k) A waiver with respect to one event shall not be construed as continuing, or as a bar to or waiver 
of any other right or remedy as to any subsequent events. 
 

l) Neither party may assign any of its rights or obligations under this Business Associate Agreement 
without the prior written consent of the other party. 

 
m) This Business Associate Agreement and the rights and obligations of the parties hereunder shall 

be construed, interpreted, and enforced with, and shall be governed by, the laws of the 
Commonwealth of Virginia and the United States of America. 
 

n)  This Business Associate Agreement shall remain in effect for the duration of the Underlying 
Agreement between the parties, any renewals, extension or continuations thereof, and until such 
time as all PHI in the possession or control of the Business Associate has been returned to the 
Covered Entity and/or destroyed. If such return or destruction is not feasible, the Business 
Associate shall use such PHI only for such limited purposes that make such return or destruction 
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not feasible, and the provision of this Business Associate Agreement shall survive with respect to 
such PHI. 
 

o)  The Business Associate shall be deemed to be in violation of this Business Associate Agreement if 
it knew of, or with the exercise of reasonable diligence or oversight should have known of, a 
pattern of activity or practice of any subcontractor, subsidiary, affiliate, agent or workforce 
member that constitutes a material violation of that entity's obligations in regard to PHI unless 
the Business Associate took prompt and reasonable steps to cure the breach or end the violation, 
as applicable, and if such steps were unsuccessful, terminated the contract or arrangement with 
such entity, if feasible.  
 

p)  Upon the enactment of any law or regulation affecting the use or disclosure of PHI, or any change 
in applicable federal law including revisions to HIPAA; upon publication of any decision of a court 
of the United States or of the Commonwealth of Virginia, relating to PHI or applicable federal law; 
upon the publication of any interpretive policy or opinion of any governmental agency charged 
with the enforcement of PHI disclosures or applicable federal law, the County reserves the right, 
upon written notice to the Business Associate, to amend this Business Associate Agreement as 
the County determines is necessary to comply with such change, law or regulation. If the Business 
Associate disagrees with any such amendment, it shall so notify the County in writing within thirty 
(30) days of the County’s notice. In case of disagreement, the parties agree to negotiate in good 
faith the appropriate amendment(s) to give effect to such revised obligation. In the County’s 
discretion, the failure to enter into an amendment shall be deemed to be a default and good cause 
for termination of the Underlying Agreement. 
 

q) The County makes no warranty or representation that compliance by the Business Associate with 
this Business Associate Agreement, HIPAA, the HITECH Act, federal law or the regulations 
promulgated thereunder will be adequate or satisfactory for the Business Associate’s own 
purposes or to ensure its compliance with the above. The Business Associate is solely responsible 
for all decisions made by it, its workforce members, agents, employees, subsidiaries and 
subcontractors regarding the safeguarding of PHI and compliance with federal law. 
 

r)  The Business Associate agrees that its workforce members, agents, employees, subsidiaries and 
subcontractors shall be bound by the confidentiality requirements herein and the provisions of 
this Business Associate Agreement shall be incorporated into any training or contracts with the 
same. 
 

s) This Business Associate Agreement may be executed in one or more counterparts, each of which 
shall be deemed an original, but all of which together shall constitute one and the same 
document. 

 
t) This Business Associate Agreement shall replace and supersede any prior Business Associate 

Agreement entered between the parties. 
 
 
 
 
 
 

DocuSign Envelope ID: 8DBBB57A-DB03-4C6C-BBC1-76B80322845F



 
 

 

Contract No. 23-HRD-RFP-506 
48 

 

 
 

IN WITNESS WHEREOF, each party hereto has executed this Business Associate Agreement in duplicate 
originals on the date below written: 
 
 
 

Arlington County, Virginia  Business Associate 

By:   By:   
  (Signature)   (Signature) 

Name:  Name:   

Title: 
County Privacy Officer 

Title: 
  

Date: 
  

Date: 
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EXHIBIT G 
NONDISCLOSURE AND DATA SECURITY AGREEMENT 

(CONTRACTOR) 
 
The undersigned, an authorized agent of the Contractor and on behalf of CorVel Enterprise Comp, Inc., 
(“Contractor”), hereby agrees that the Contractor will hold County-provided information, documents, 
data, images, records and the like confidential and secure and protect them against loss, misuse, 
alteration, destruction, or disclosure. This includes, but is not limited to, the information of the County, 
its employees, contractors, residents, clients, patients, taxpayers and property as well as information that 
the County shares with the Contractor for testing, support, conversion or other services provided under 
Arlington County Agreement No. 23-HRD-RFP-506 (the “Project” or “Agreement”) or that may be accessed 
through other County-owned or -controlled databases (all of the above collectively referred to as “County 
Information” or “Information”). 
 
DEFINITIONS.  The below terms shall have the following definitions in this Exhibit and the Agreement. Any 
capitalized terms used in this Exhibit but not defined herein shall have the meaning given in the 
Agreement. To the extent such terms are defined by Data Protection Laws, the definitions as found in 
applicable Data Protection Laws shall control:  
 
“Confidential Information” means shall mean any non-public data, information and other materials 
regarding the products, services or business of a party (and/or, if either party is bound to protect the 
confidentiality of any third party’s information, of a third party) provided to either party by the other party 
where such information is marked or otherwise communicated as being “proprietary” or “confidential” 
or the like, or where such information should, by its nature, be reasonably considered to be confidential 
and/or proprietary. 
 
“Data Protection Laws” means all U.S. federal and state privacy, data protection and data security laws 
and regulations, as may be amended from time to time, that are applicable to the data processed, 
collected, received, accessed, transmitted, disclosed or stored by the Parties under the Agreement.  
 
“Personal Information” means “personal data,” “personal information,” “personally identifiable 
information,” “personal health information,” “nonpublic information,” “personal financial information,” 
or similar such term, each as defined by Data Protection Laws relating to Contractor’s collection, use, 
sharing, storage, transmission, and/or disclosure of data pursuant to the Agreement. “Personal 
Information” shall be limited to that data provided by County to Contractor for processing, or collected 
by Contractor behalf of County, pursuant to the Agreement.  
 
“Security Incident” means any confirmed act or omission that compromises the security of a system that 
stores County Personal Information, or the physical, technical, administrative or organizational safeguards 
put in place by Contractor that relate to the protection of County Personal Information. The term “Security 
Incident” shall include any “security incident”, “data breach” or “security breach”, or other similar such 
term, impacting County Personal Information in the custody and control of Contractor that requires 
notification to County under applicable Data Protection Laws.  
 
In addition to the DATA SECURITY obligations set in the County Agreement, the Contractor agrees that it 
will maintain the privacy and security of County Information, control and limit internal access and 
authorization for access to such Information and not divulge or allow or facilitate access to County 
Information for any purpose or by anyone unless expressly authorized. This includes, but is not limited to, 
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any County Information that in any manner describes, locates or indexes anything about an individual, 
including, but not limited to, his/her (“his”), to the extent applicable, Personal Health Information, 
treatment, disability, services eligibility, services provided, investigations, real or personal property 
holdings and his education, financial transactions, medical history, ancestry, religion, political ideology, 
criminal or employment record, social security number, tax status or payments, date of birth, address, 
phone number or anything that affords a basis for inferring personal characteristics, such as finger and 
voice prints, photographs, or things done by or to such individual, or the record of his presence, 
registration, or membership in an organization or activity, or admission to an institution. 
 
Unless required by Data Protection Laws, Contractor shall not be required to verify information supplied 
to it by County, nor shall Contractor have the responsibility to verify, inquire, or investigate as to whether 
County has the right to utilize the County Personal Information provided to Contractor under this 
Agreement. County agrees that it has the responsibility for the accuracy, quality, completeness, and 
appropriateness of Personal Information that County, or for any third party acting on behalf of County, 
provides to Contractor. Contractor reserves the right (but shall have no obligation) to pre-screen, review, 
flag, filter, modify, refuse, or remove any or all Personal Information, in Contractor’s sole discretion, from 
any content provided to Contractor by County. 
 
Contractor also agrees that it will not directly or indirectly use or facilitate the use or dissemination of 
County information (whether intentionally or by inadvertence, negligence, or omission and whether 
verbally, electronically, through paper transmission or otherwise) for any purpose other than that directly 
associated with its work under the Project.  
 
Contractor agrees that it will not divulge or otherwise facilitate the disclosure, dissemination, or access to 
or by any unauthorized person, for any purpose, of any Information obtained directly, or indirectly, as a 
result of its work on the Project. The Contractor shall coordinate closely with the County Project Officer 
to ensure that its authorization to its employees or approved subcontractors is appropriate and controlled 
and that such person/s also maintain the security and privacy of County Information and the integrity of 
County-networked resources. 
 
Contractor agrees to take security measures to ensure that County Information is kept secure; is properly 
stored in accordance with industry standard practices, and if stored is encrypted; and is otherwise 
protected from retrieval or access by unauthorized persons or for unauthorized purposes. Any device or 
media on which County Information is stored, even temporarily, will have encryption, security, and access 
control. Any County Information that is accessible will not leave Contractor’s work site or the County’s 
physical facility, if the Contractor is working onsite, without written authorization of the County Project 
Officer. If remote access or other media storage is authorized, the Contractor is responsible for the 
security of such storage device or paper files. 
 
Contractor will ensure that any laptops, PDAs, netbooks, tablets, thumb drives or other media storage 
devices, as approved by the County and connected to the County network, are secure and free of all 
computer viruses, and running an industry-standard virus protection program. The Contractor will ensure 
that all user accounts and passwords used by its employees or subcontractors are robust, protected and 
not shared. The Contractor will not download any County Information except as agreed to by the parties 
and then only onto a County-approved device. The Contractor understands that downloading onto a 
personally owned device or service, such as personal e-mail, Dropbox, etc., is prohibited.  
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Contractor agrees that it will notify the County Project Officer of any Security Incident with 72 hours of 
confirmation. Contractor shall use industry standard efforts to remedy any Security Incident and shall act 
in compliance with Data Protection Laws. Promptly following Contractor’s notification to County of a 
Security Incident, the Parties shall coordinate with each other to investigate the Security Incident. 
Contractor agrees to reasonably cooperate with County in County’s handling of the matter and make 
available to County sufficient materials for County to comply with applicable Data Protection Laws.  
 
Contractor shall provide assistance with any obligation of County under Data Protection Laws, as 
reasonably requested, to make notifications to the affected data subjects, regulatory authorities, or the 
public, regarding the Security Incident. Contractor shall not make any statement or notification to any 
data subjects who are the subject of the affected Personal Information, supervisory authority, or 
otherwise, regarding the Security Incident without the prior written approval of County. Nothing in this 
Section shall be construed to prevent Contractor from making notifications and disclosures (i) to an 
authorized person who is necessary for the mitigation, investigation, remediation of a Security Incident, 
(ii) as required by an applicable contract with such third-party (including Contractor’s insurer or other 
customers), or (iii) as required Data Protection Laws, provided that Contractor shall not disclose the 
identity of County or that County Personal Information has been affected by the Security Incident unless 
required by Data Protection Laws. Contractor shall have no liability or responsibility arising from 
Contractor’s compliance with County’s documented instructions, including with regards to notifying 
impacted data subjects, or supervisory authorities. 
 
The Contractor agrees that all duties and obligations enumerated in this Agreement also extend to its 
employees, agents or subcontractors who are given access to County information. Breach of any of the 
above conditions by Contractor’s employees, agents or subcontractors shall be treated as a breach by the 
Contractor. The Contractor agrees that it shall take reasonable measures to ensure that its employees, 
agents, and subcontractors are aware of and abide by the terms and conditions of this agreement and 
related data security provisions in the Agreement. 
 
It is the intent of this NonDisclosure and Data Security Agreement to ensure that the Contractor has 
reasonable level of administrative safeguards, information security, disaster recovery and other practices 
in place to ensure confidentiality, protection, privacy and security of County information and County-
networked resources and to ensure compliance with all applicable local, state and federal laws or 
regulatory requirements. Therefore, to the extent that this NonDisclosure and Data Security Agreement 
conflicts with the Agreement or with any applicable local, state, or federal law, regulation or provision, 
the more stringent requirement, law, regulation or provision controls.  
 
At the conclusion of the Project, the Contractor agrees to return all County Information to the County 
Project Officer. These obligations remain in full force and effect throughout the Project and shall survive 
any termination of the Agreement. 
 
In order to facilitate the provision of services, Contractor may use County Information to improve the 
services being provided to County, including applying technologies, as well as developing and enhancing 
efficiencies and the means by which Contractor provides the services to County. County consents to such 
use of County Information by Contractor and/or a subcontracted third party.  
 
Notwithstanding the other provisions of the Agreement, nothing shall prohibit Contractor from creating 
or using aggregate, statistical and deidentified data generated or submitted through County’s use or 
receipt of services, provided that such data is (i) not individually identifiable to any individual person, (ii) 
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not Personal Information and (iii) otherwise qualifies as deidentified or aggregated under applicable Data 
Protection Laws. 
 
Authorized Signature:          
 
Printed Name and Title: _____ _______________________________________________ 
 
Date:        
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EXHIBIT H 
CONTRACTOR PERFORMANCE EVALUATION FORM 

 

ARLINGTON COUNTY GOVERNMENT 

Contractor Performance Evaluation Form 
 

 

Contractor Name:  Contract No.: ___________________________________ 

 

Date:  Project/Contract Name:    __________________________ 

 

Interim Evaluation____ Final Evaluation _____ 

Scope of Work/Services Provided: 

____________________________________________________________________________________________________

____________________________________________________________________________________________________

____________________________________________________________________________________________________

____________________________________________________________________________________________________

____________ 

Contract Start Date:  _____/_____/____    Contract End Date: ___/____/____   Actual Completion Date:  ___/___/_____         
 

 
 
 

Please rate the effectiveness of the Contractor’s performance on the Contract/Project across the following 
dimensions: 
 

Evaluation Criteria:  Unacceptable         Poor       Satisfactory       Excellent 
 

Written comments to explain assigned ratings are required for any performance ratings below “satisfactory” or 
an “excellent” in any category. 
 

 
 

Evaluation Questions 

1. Quality of Workmanship 

Rate the quality of the Contractor’s workmanship.  Were there quality-related or workmanship problems on the 
Contract?  Was the Contractor responsive to remedial work required?   

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

2. Problem Solving and Decision Making 

Rate the Contractor’s ability to provide effective and creative problem solving, coordination and fair decision 
making on Contract/Project. 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 
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3. Project Schedule 

Rate the Contractor’s performance with regard to adhering to contract schedules.  Did the Contractor meet the 
contract schedule, or the schedule as revised by approved change orders?  If not was the delay attributable to 
the Contractor? 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

4. Subcontractor Management 

Rate the Contractor’s ability, effort and success in managing and coordinating subcontractors (if no 
subcontractors rate the Contractor’s overall project management).  Was the Contractor able to effectively 
resolve problems? 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

5. Safety 

Rate the Contractor’s safety procedures on this Contract/Project?  Were there any OHSA violations or serious 
safety accidents? 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

6. Environmental Compliance 

Did the Contractor comply with local, state, and federal environmental standards in the performance of the 
Contract?  Did the Contractor comply in good faith with local erosion and sedimentation control requirements 
and/or any Stormwater Pollution Prevention Plan?   

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

7. Change Orders 

Did the Contractor unreasonably claim change orders or extras?  Were the Contractor’s prices on change orders 
and extra work reasonable? 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

8. Paperwork Processing 

Rate this Contractor’s performance in completing and submitting required project paperwork (i.e. change 
orders, submittal, drawings, invoices, workforce reports, etc.) Did the Contractor submit the required paperwork 
promptly and in proper form? 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 
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9. Supervisory Personnel 

Rate the general performance of this Contractor’s supervisory personnel.  Did they have the knowledge, 
management skills and experience to run a project of this size and scope? 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

10. Expertise, Knowledge and Experience 

Rate this Contractor’s personnel. Were they dedicated, experienced and qualified for the duration of project. 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

11. Project/Contract Closeout 

Rate the Contractor’s performance on timeliness and quality of closeout deliverables such as As-Built Drawings, 
Operation and Maintenance Manuals, and training.  Did the Contractor complete the tasks or Project on 
schedule; was the punch list completed within the allotted time?  

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

12. Level of Overall Performance 

 

____ Unacceptable  ____ Poor ____ Satisfactory ____ Excellent  ____ N/A 

 

Based on these comments, would you recommend this Contractor for comparable work in the future? 
 

Yes No 
 
 
 
Please provide any comments regarding the Contractor’s performance or the quality of its work. The Contractor can 
also provide any comments or clarification on the evaluation in the box below. 
 
(Project Officer or Contractor, use additional sheets, if Necessary): 
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Signatures and Certifications: 

1. The information contained in this evaluation form represents, to the best of my knowledge, a true and 
accurate analysis of the Contractor’s performance record on this Contract; and, 

2. The contents on the evaluation form and the ratings were not negotiated with the Contractor or its 
representative for any reason. 

 

Evaluator’s Signature:     Date:      _____________________  

Evaluator’s (PjO) Printed Name  __________________       Evaluator’s Title: ______________   

Contractor’s signature below acknowledges receipt and the opportunity to respond: 

Contractor Signature:  ____________________________  Date:  ______________________ 

Contractor Printed Name:               Title: ______________________ 
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EVALUATION RATINGS DEFINITIONS 

  

 
 
 
 
 
 

END 
 

Rating Definition Notes 
Excellent Performance meets contractual 

requirements and exceeds many to the 
County’s benefit. The contractual 
performance of the element or sub-element 
being evaluated was accomplished with few 
minor problems for which corrective actions 
taken by the contractor were highly effective. 

To justify an Exceptional rating, identify multiple 
significant events and state how they were of benefit 
to the County. A singular benefit, however, could be of 
such magnitude that it alone constitutes an 
Exceptional rating. Also, there should have been NO 
significant weaknesses identified.  

Satisfactory Performance meets contractual 
requirements. The contractual performance 
of the element or sub-element contains some 
minor problems for which corrective actions 
taken by the contractor appear or were 
satisfactory. 

To justify a Satisfactory rating, there should have been 
only minor problems, or major problems the 
contractor recovered from without impact to the 
contract/order. There should have been NO significant 
weaknesses identified. A fundamental principle of 
assigning ratings is that contractors will not be 
evaluated with a rating lower than Satisfactory solely 
for not performing beyond the requirements of the 
contract/order. 

Poor Performance does not meet some 
contractual requirements. The contractual 
performance of the element or sub-element 
being evaluated reflects a serious problem 
for which the contractor has not yet 
identified corrective actions. The contractor’s 
proposed actions appear only marginally 
effective or were not fully implemented. 

To justify poor performance, identify a significant 
event in each category that the contractor had trouble 
overcoming and state how it impacted the County. A 
poor rating should be supported by referencing the 
management tool that notified the contractor of the 
contractual deficiency (e.g., management, quality, 
safety, or environmental deficiency report or letter). 

Unacceptable Performance does not meet most contractual 
requirements and recovery is not likely in a 
timely manner. The contractual performance 
of the element or sub-element contains a 
serious problem(s) for which the contractor’s 
corrective actions appear or were ineffective. 

To justify an Unsatisfactory rating, identify multiple 
significant events in each category that the contractor 
had trouble overcoming and state how it impacted the 
County. A singular problem, however, could be of such 
serious magnitude that it alone constitutes an 
unsatisfactory rating. An Unsatisfactory rating should 
be supported by referencing the management tools 
used to notify the contractor of the contractual 
deficiencies (e.g., management, quality, safety, or 
environmental deficiency reports, or letters). 

Not Applicable 
(N/A) 

N/A (not applicable) should be used if the ratings are not going to be applied to a particular area for 
evaluation. 
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