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ARLINGTON COUNTY, VIRGINIA 

AGREEMENT NO. 23-FIR-RFP-304b 
AMENDMENT NUMBER 1 

 
This Amendment Number 1 is made on _____________ and amends Agreement Number 23-FIR-RFP-304b 
(“Main Agreement”) dated June 22, 2023, between Locality Media, Inc., dba First Due (“Contractor”) and 
the County Board of Arlington County, Virginia (“County”).  
 
The County and the Contractor agree to amend the main contract called for under the Main Agreement 
as follows:  
 

1. Exhibit A, Contractor’s Table of Conformance is hereby changed to implement Optional Module 
FCP-OPT-01.3 Events & Activities, to include a one-hour planning session and up to 6 hours of 
webinar train-the-trainer sessions.  Services related to configuring and customizing the Events & 
Activities Platform as described in the Scope of Services, Implementation and Configurations 
Services. FCP-OPT-01.3 Events & Activities is hereby removed from Optional Modules and added 
to Calendars & Scheduling pursuant to the attached Revised Exhibit A – Definitions, Scope of 
Services and Contractor’s Table of Conformance. 
 

2. Exhibit B, Contract Pricing is hereby replaced in its entirety with the attached Revised Exhibit B, 
Contract Pricing. 
 
 

All other terms and conditions of the Main Agreement remain in effect.  
 
WITNESS these signatures: 
 
THE COUNTY BOARD OF ARLINGTON                            LOCALITY MEDIA, INC., DBA FIRST DUE 

COUNTY, VIRGINIA  

 

AUTHORIZED      AUTHORIZED 

SIGNATURE:                                                                        SIGNATURE: ________________________                                                                        

NAME: TOMEKA D. PRICE                  NAME: ____________________________ 

TITLE: PROCUREMENT OFFICER          TITLE: _____________________________                                                                                    

DATE:                                                                                   DATE: _____________________________       

DocuSign Envelope ID: 3B3F8547-57BC-4DA0-AF9F-E4763FEFA614

8/30/2023

CEO & President

Andreas Huber

8/30/2023

8/30/2023
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REVISED EXHIBIT A 
DEFINITIONS 

 
The following definitions apply to this procurement: 

1. An Authorized User/Workstation is any computer that is connected to access the Licensed 
Software and that may be logged on to access the programs, interfaces, data, or files created 
and/or maintained by the Licensed Software. 
 

2. Application Users include trained and authorized employees of the County, trained and 
authorized independent contractors engaged by the County and entities contracting with the 
County for services. 

 

3. Backup is a copy of files and programs made to facilitate recovery, if necessary. 
 

4. Business Day/Hours. While the Fire Department is a twenty-four-hour per day, seven days per 
week, three hundred sixty-five days per year (24/7/365) operating agency, normal operating 
hours for the County are: Monday-Friday, 7 a.m.-5 p.m. Eastern Standard/Daylight Time, 
excluding County-designated holidays. Arlington County observes the following holidays: 

• New Year’s Day 

• Martin Luther’s King Day 

• President’s Day 

• Memorial Day 

• Juneteenth  

• Independence Day 

• Labor Day 

• Election Day (when approved by County) 

• Veterans Day 

• Thanksgiving 

• Day after Thanksgiving  

• Christmas Eve (when approved by County) 

• Christmas Day 
 

5. Cloud Computing is a model for enabling ubiquitous, convenient, on-demand network access to 
a shared pool of configurable computing resources (e.g., networks, servers, storage, applications, 
and services) that can be rapidly provisioned and released with minimal management effort or 
service provider interaction. 
 

6. Content is any data, including the selection, arrangement and organization of such data, entered, 
uploaded to the application, or otherwise provided to Contractor by the County or by any 
Application User, and any software-related documentation, from whatever source, provided by 
any Authorized User to the Contractor in connection with this Contract.  
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7. Deliverable is the tangible embodiment of the Scope of Services, including the development or 
creation of work product, performed or provided by Contractor as identified in the Contract 
Documents. 

 
8. Delivery of Licensed Standard Software is Licensed Standard Software delivered to the County in 

a machine-readable form via a network connection, or on appropriate media if requested by the 
County, as soon as the software is available after the Contract Effective Date. 

 

9. Documentation is all Contractor materials detailing and providing instructions for the System, 
including course materials, system specifications, release notes, hardware requirements, user 
manuals, administrator manuals and technical manuals needed to allow the County and its agents 
to install, implement, operate and make productive use of the Licensed Software. 
 

10. Down Time is time during which the system or a large portion of the system is out of action or 
unavailable for use. There are four categories of Down Time. The Contractor is responsible for 
Included Down Time, which is included in System availability calculations. 

 

Included Down Time 

1) Major Failures (measured as Hours of Major Failure, or HMF) 
2) Functional Failures (measured as Functional System Failures in minutes and hours) 

 

Excludable Down Time 

3) Planned Down Time.  This would include Planned updates and testing related incidents. 
4) The following causes for the software not functioning as intended: 

a. Third-Party Incident: An unplanned interruption to the System, or reduction in the 
quality of the System caused by a third party and not the Contractor’s hardware or 
software.  Third parties include an Internet Service Provider and other third parties 
that provide infrastructure or are responsible for infrastructure upon which the 
Contractor’s software solution relies. 

b. Force Majeure Incident: Any incident caused by Force Majeure, as defined in the 
Contract Documents. 
 

11. Failover is a method in which standby equipment automatically takes over when the main system 
fails. 
 

12. Go-Live is the point at which the software system, module or update is implemented into active 
and live operation mode. 

 

13. Ingested is a technical term for pulling data in from an interface as opposed to exporting data to 
another location. 
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14. Installation of Licensed Standard Software is deemed to occur, for all billings or other events 
described in the Contract Documents, upon the earlier of:  

  

(a) the transfer or loading of the Licensed Standard Software onto a County server or computer; 
or  

(b)  thirty days after delivery of the Licensed Standard Software. 

 

15. Interface Control Document (ICD) provides a record of all interface information (such as 
concept/purpose, diagrams, tables, and textual information), including the details and 
descriptions of the interface or interfaces between subsystems or to a system or subsystem. 
 

16. Licensed Custom Software includes any software (programs or portions of programs) developed 
by the Contractor specifically for the County’s own use. 

 

17. Licensed Products includes the licensed software, the related licensed documentation, and the 
authorized copies of the product sold by the Contractor in accordance with the Contract 
Documents. 

 

18. Licensed Software includes the Development Software, Upgrades, and Licensed Custom Software 
provided under this Agreement. 

 

19. Maintenance Services (or Maintenance) are services, preventive and remedial, provided by the 
Contractor to ensure continued operation of the System. 
 

20. Project Acceptance means completed and successful acceptance by the County as described in 
the Scope of Services. 

 

21. Reliability Testing is part of the overall Acceptance Testing requirements that demonstrates the 
operational capability and reliability of the System and System Components. 

 

22. Requirements are the functional, performance, operational, compatibility and Acceptance 
Testing criteria and other parameters and characteristics of the Software, Services and 
Deliverables as set forth in the Scope of Services and other Contract Documents. 

 

23. Root Cause Analysis (RCA) is a principle-based, systems approach for the identification of 
underlying causes associated with a particular set of risks or incidents. 
 

24. Services include development, installation, Software configuration, maintenance, support and 
training and provision to the County of any Deliverable described in the Scope of Services. Services 
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include the discovery, creation, or development of any work product. 
 

25. Software Change Control Methodology (SCCM) is a County process to ensure appropriate change 
control and maintain the integrity of the requirements and the Contract.   

 

26. System Acceptance is the act of validating that the complete system (including all necessary 
components, interfaces, etc.) satisfies the specified requirements set forth in the Table of 
Conformance and is acceptable to the end users. 
 

27. System Availability is the time the system is fully functioning.  The expected System Availability 
is 24 hours a day, 7 days a week, 365 days per year, or at a minimum 99.5% uptime.  The formula 
for calculating System Availability is as follows: 

 

a) Formula:  𝑭𝒖𝒏𝒄𝒕𝒊𝒐𝒏𝒂𝒍 𝑺𝒚𝒔𝒕𝒆𝒎 𝑨𝒗𝒂𝒊𝒍𝒂𝒃𝒊𝒍𝒊𝒕𝒚 =
𝑇𝑂𝐻−𝐻𝑀𝐹−𝐹𝑆𝐹

𝑇𝑂𝐻
   

Total Operational Hours (TOH) – Hours of Major failures (System not down, but 

largely unusable) (HMF) – Functional System failures (specific critical features not 

available, or unusable) (FSF).  Does not include Planned Down Time (PD). 

 

 

b) Formula:  𝑻𝒐𝒕𝒂𝒍 𝑺𝒚𝒔𝒕𝒆𝒎 𝑨𝒗𝒂𝒊𝒍𝒂𝒃𝒊𝒍𝒊𝒕𝒚 =
𝑇𝑂𝐻−𝐻𝑀𝐹−𝐹𝑆𝐹−𝑃𝐷

𝑇𝑂𝐻
 

This is the same as Functional System Availability, but includes Planned Down Time, 

which shall be tracked, and includes: 

 

i. Scheduled Down Time for system upgrades 
ii. Scheduled restarts necessary to correct issues. 

 

c) Any delays in response that the County agrees were caused by the County shall be deducted 
from either calculation. 
 

28. Upgrades are any enhanced and/or improved versions of the Licensed Software that are provided 
under this Agreement and released after the Effective Date of this Agreement. 
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SCOPE OF SERVICES 

 

The Contractor shall provide Fire Prevention and Code Enforcement software solution(s) meeting the 

primary objectives listed below.   

A. Fire Code Permitting and Inspections Software Solution – A system to manage and support the Fire 
Prevention Office’s (FPO) complete inspections and permitting process, including records 
management, scheduling, mobile field inspections, issuing relevant fees, permits, invoices, and 
interfaces to appropriate County systems. The software solution that the County seeks to acquire is 
described in detail in Exhibit A – Contractor’s Table of Conformance.  

 

Requirements for the software solution include all equipment, installation, software, hardware, 

infrastructure including network, security, training, shipping, transportation, and services, including but 

not limited to interfaces, training and 24/7/365 support. The Contractor shall provide all parts and labor 

necessary to maintain System availability of 99.5%.  

1. The Contractor and its software solution shall provide the following as detailed in Exhibit A Table of 
Conformance: Tab C. Information Risk & Security: 

• General Configuration and Access Controls 

• Identity and Access Management 

• Cryptography, Encryption and Key Management 

• Patching and Updates 

• Logging and Monitoring 

• Incident Response 

• Information Security Policy and Insurance 

• Password and Login Controls 

• Risk Audit and Quality of Service 
 

2. The Contractor and its software solution shall provide the following as detailed in Exhibit A Table of 
Conformance: Tab D. General Software Requirements: 

• General System Capability Requirements 

• System Architecture 

• Software maintenance, training, and support 

• Upgrades and Enhancements 

• Documentation 

• Data Management 

• Software Training 

• Reporting 

• Interfaces 

• Legacy Data and Data Migration 
 

3. Change Control- For initial system implementation and all future non-emergency changes to System 
software involving custom interfaces, configuration or custom enhancements, the Contractor shall 
adhere to the following three-step Software Change Control methodology (SCCM). In the event of an 
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emergency where time is critical, it shall be at the sole discretion of the County’s System Administrator 
or Public Safety Information Technology (PSIT) personnel to authorize emergency work to be 
performed without using the SCCM.   
Step 1: Requirements Development 

a. Review of features, changes, and requirements with PSIT. Only items approved by the County 
Project Officer shall be included in requirements documentation. 

b. Preparation of requirements documentation, to include: 
i. Detailed descriptions of the required features 

ii. User Interface and User Design (UI/UX) 
1. Screenshots of all impacted menus, screens and reports 
2. Written summary of impacts to any business processes 

c. Data 
i. Entity Relationship Diagram (ERD) changes, if applicable, as determined by the County Project 

Officer 
ii. List of all affected data types and element changes, if applicable, as determined by the County 

Project Officer 
 

Step 2: Design & Approval 

a. Review of Requirements Documentation (RD) with County stakeholders 
b. Submission of completed requirements documentation to the County Project Officer for review. 
c. Provision of Level of Effort (LOE) based on requirements. All LOEs shall have a Not to Exceed (NTE) 

clause measured in hours to ensure accuracy in estimating. RD must be accepted and approved 
by the County Project Officer in writing before the Contractor performs any programming or 
changes. 

 

Step 3: Change Testing and Validation 

All changes are subject to the testing steps listed in the Implementation Testing section immediately 

following this section, unless otherwise specified by the County Project Officer.  

4. Implementation Testing 
The County requires three types of Acceptance Tests:  functional, performance and reliability.  Functional 

Acceptance tests will be conducted first on each System component (i.e., mobile field inspections, 

interfaces, password & login controls, etc.) independently.  Upon acceptance of all System components, 

the Contractor will perform a final set of functional, performance and Reliability Tests on the System to 

ensure that all components work together as intended and at the contracted performance levels.  Errors 

will be classified and attended to according to the following Error Severity Level designations: 

a. Level 1 Error —System or component does not function while the System is online. Issue affects 
multiple users, critical operations and/or database functionality.  
Once the problem is resolved, a new Acceptance Test period will begin. System will not be 

accepted until the problem is resolved, and the System operates for 30 consecutive calendar days 

without a Level 1 or Level 2 Error. 
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b. Level 2 Error — System or component may be turned live, but a component does not work 
properly. Productive use of the affected application or module is compromised, and a procedural 
workaround is not available.  
 

System will not be accepted until the problem is resolved, and system operates for 30 consecutive 

calendar days without a Level 1 or Level 2 Error. 

 

c. Level 3 Error — System or component may be turned live, but a component does not work 
properly. Productive use of the affected application or component is not significantly impacted 
and a procedural work-around is available.  
 

If the error is not fixed within the 30-calendar-day Acceptance Test period, the Acceptance Test 

period will be delayed until a mutually established time. 

 

d. Level 4 Error — System or component may be turned live but contains minor errors that do not 
impact productive use of the affected application or module. System or component will be 
accepted.   

 

Process for Implementation Testing:  

The Contract should follow the process below, which will guide the implementation testing. The County 

will notify the Contractor of the successful completion of each test. 

a. Acceptance Testing: Functional Requirements 
The County will confirm all System functionality prior to final system acceptance. Each specific 

System function agreed to as part of the final Contract must be tested and tracked from original 

documentation by the Contractor.  The Contractor is required to document that the final System 

design, Acceptance Test plan, and System documentation includes each RFP requirement. During 

the functional Acceptance Testing, the Contractor will demonstrate the operation of each 

proposed or required feature, function, and interface in a development environment based on 

the test plan that the County must approve prior to contract approval. Should any feature, 

function, or interface fail, the Contractor will resolve the problem based on the Error Severity 

Level. 

b. Acceptance Testing: Reliability Requirements 
1. The Reliability Test will be conducted at the successful implementation of each System 

Component and again when all System Components have been successfully implemented for 
the designated period.  
  

2. In order to complete the Reliability Test successfully the following must occur: 
i. All Systems and System Components must demonstrate full availability for 90 consecutive 

calendar days. 
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ii. Should any System or System Component fail three times during the testing phase, the 
Contractor will replace the failing System or System Component, without charge to the 
County. 

iii. System and System Component performance will continue to meet the Functional 
requirements of the Contract, as tested or verified by County personnel at any time.  

iv. System and System Component performance will continue to meet the Performance 
requirements of the Contract, as tested or verified by County personnel at any time. 
 

3. If the System or any System Component falls below the required availability mark of 99.5% 
availability as defined in System Availability, the Reliability Test will be stopped. At this time 
the Contractor should correct any deficiencies in preparation for a retest. If the deficiencies 
are of such severity that the retest cannot be initiated within 15 calendar days of the initial 
failure, the Contractor will be required to implement a correction plan based on root cause 
analysis, including proposed course of action that will result in correction of the issue and 
restoration of System Availability. 

 

4. The Contractor shall have three opportunities to complete the Reliability Test over a period 
of 180 calendar days. If the Contractor fails to successfully complete the test in this time 
period, then, the Contractor shall forfeit the Reliability payment, and the County may elect to 
terminate the Contract, as specified in the Terms and Conditions. 

 
5. Project Schedule and Milestones: The Contractor shall adhere to the following project schedule**: 

 

Project Kick-Off. Within 20 business days** of contract execution, the Contractor shall  

a. Meet with designated County personnel for a Kick-Off meeting, including at a minimum the 
Contractor’s Project Manager and Technical Lead. 

b. Provide all data collection workbooks requiring County completion or feedback from the 
County. 

 

Requirements Planning. Within 40 business days** of contract execution, the Contractor shall 

provide an updated implementation plan based on the contract execution date: 

i. Updated Interface Control Document (ICD) for County Approval. 
ii. Updated project schedule, based on key personnel schedules and availability, that 

includes scheduling of the go-live date. 
iii. Data Conversion and Migration plan for legacy data migration from CodePal to the new 

system. 
iv. Updated requirements document with traceability to Table of Conformance. 
v. Testing & Go-Live implementation plan for implementation of the Contractor’s 

software. 
vi. Installation of licensed software and provision of login credentials to County personnel 

to log in to the system.  
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Requirements Completion & System Configuration.  Within 60 business days** of contract 

execution, the Contractor shall have developed and submitted to the County the following: 

i. Configured Software for Review 
ii. Acceptance Test Plans, including at a minimum: 

1. Reliability Testing Plan 
2. Training plan for all County personnel 
3. Training plan for third-party testers’ use of functions available to them as described 

in the updated requirements. 
4. Cutover plan 

 

User Acceptance Testing.  Within 100 business days** of contract execution, the Contractor shall begin 

Acceptance Testing.  The County requires two types of user Acceptance Tests:  

a. Functional Unit Acceptance Test to confirm all requirements listed in the Table of 
Conformance are met. 

b. Functional Integration Acceptance Test to confirm all requirements are met and maintain 
functionality when integrated with one another.  Successful passing of Functional Integration 
Acceptance results in System Acceptance. 

Go-Live.  Upon completion of training of County personnel, and successful completion of Acceptance, 

Performance and Reliability Testing, the County will initiate, with the support of the Contractor, the 

initial rollout of the System.  

5. Transition Requirements 
When the Contract terminates for any reason, the Contractor shall: 

a. Provide the software solution records in a format acceptable to the County at no additional cost 
(e.g., Excel, xml, pdf, etc.). 

b. Work with the County to ensure a seamless, expedient, and non-disruptive transition to any new 
contractor. 

 

**Timeframes are subject to change based timeliness of the County in completing required project tasks, 

customer priorities and schedules, and third-party vendors and integrations. 
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TABLE OF CONFORMANCE 
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Tab A: Fire Permitting & Inspections:
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Tab C. Information Risk & Security 
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Tab D. GENERAL SOFTWARE REQUIREMENTS 
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REVISED EXHIBIT B 
CONTRACT PRICING 

 
Total Costs for Fire Code Permitting and Inspections Software 

Cost Category Year 1 Price Year 2 Price Year 3 Price Year 4 Price Year 5 Price 

Fire Code Permitting and 
Inspections Software 
Implementation and Project 
Management 

• Implementation and 
Configuration 
Services 

• Services related to 
custom integration 
with Arlington's 
payment gateway 
integration. 

 $ 6,750.00  $                 -     $                 -     $                 -     $                 -    

      

Fire Code Permitting and 
Inspections Software 
Ongoing Maintenance and 
Support  

• Inspections Annual 
Subscription  

• Permitting Annual 
Subscription 

• Invoicing Annual 
Subscription 

• Custom integration 
with Arlington's 
payment gateway 
integration Annual 
Support and 
Maintenance  $ 30,500.00 $ 31,415.00 $ 32,357.45 $ 33,328.17 $ 34,328.02 

      

Events & Activities, to 
include one-time cost and 
annual subscription fee $500 $2,000.00 $2,060.00 $2,121.80 $2,185.45 

      

Fire Code Permitting and 
Inspections Software TOTAL: 

                                          
$ 37,750.00 $ 33,415.00 $ 34,417.45 $ 35,449.97 $ 36,513.47 
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First Due Optional Modules 

Description 

One-Time  

Cost 

Annual 

Subscription Fee^ 

Occupancy Management & Pre-Incident Planning (currently 

implemented) ^ N/A $ 7,350.00 

Responder (currently implemented) ^ N/A $ 6,500.00 

Community Connect (currently implemented) ^ N/A $ 9,750.00 

Automated Pre-Plans (currently implemented) ^ N/A $ 7,050.95 

Hydrant Management- Basic  $ 250.00 $1,650.00  

Investigations  $500.00 $4,900.00  

Incident Reporting - NFIRS  $975.00 $9,750.00  

Incident Reporting - ePCR  $1,625.00 $16,250.00  

Scheduling  $1,900.00 $18,900.00  

Personnel Management  $250.00 $2,000.00  

Training Records  $500.00 $4,000.00  

Assets & Inventory  $500.00 $4,000.00  

CAD Integration Upgrade for Incident Reporting module N/A $ 3,250.00 

Kno2 Hospital Connection Fee (Hospital Connections: 5) $800.00   

Kno2 Standard Subscription  $5,400.00 

Onsite Training Rate per 1 Day/1 Trainer $ 2,000.00  

Additional Future Integrations  

Note: If additional integrations are required in the future, First 

Due will work with the County to scope the integration and 

determine the appropriate cost based on the level of effort. TBD TBD 

**Prices Valid Until: July 1, 2024 

^Contractor agrees to extend the above NVERS pricing for the 

four modules noted to County.   
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